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1    INTRODUCTION

       1.1    We are an equal opportunities employer and do not discriminate on the grounds of gender, sexual
orientation, marital or civil partner status, pregnancy or maternity, gender reassignment, race, colour, nationality,
ethnic or national origin, religion or belief, disability or age.

2    USING THE STAFF HANDBOOK

        2.1   This Staff Handbook sets out the main policies and procedures that you will need to be aware of while
working for us. You should familiarise yourself with it and comply with it at all times. Any questions you may have
with regard to its contents or what you have to do to comply with it should be referred to your line manager.

         2.2   The policies and procedures set out in this handbook apply to all employees unless otherwise indicated.
They therefore apply to managers, officers, directors, employees, consultants, contractors, trainees, part-time and
fixed-term employees, casual and agency staff (collectively referred to as staff in this handbook). They do not form
part of the terms of your contract with us, which are provided to you separately.

3    RESPONSIBILITY FOR THE STAFF HANDBOOK

        3.1   The Managing Director has overall responsibility for this Staff Handbook and for ensuring that its policies
and procedures comply with our legal obligations.

        3.2   The Staff Handbook is reviewed regularly to ensure that its provisions continue to meet our legal
obligations and reflect best practice.

        3.3   Everyone should ensure that they take the time to read and understand the content of this handbook and
act in accordance with its aims and objectives. Managers must ensure all staff understand the standards of
behaviour expected of them and to take action when behaviour falls below those requirements.

4   PERSONAL DATA

         Whenever we process personal data about you in connection with our policies, we will process it in
accordance with our Privacy Notice. We will only process your personal data if we have a lawful basis for doing so.
We will notify you of the purpose or purposes for which we use it. Please see the Privacy Notice in this Staff
Handbook for further information.
  
5    EMERGENCY CONTACT DETAILS

        5.1  The Managing Director is responsible for maintaining up-to-date details of your home address and the
emergency contact telephone numbers of the person or persons you would like us to contact in the event of an
emergency, for example if you have an accident. This information will be requested by your line manager when you
start work and you should advise us of any changes straight away. This information is held in confidence and will
only be used when needed.



                                                           1.    DRESS CODE

1    About this policy:

      1.1   If your role requires you to wear PPE you are required to adhere to our health and safety policy. 

      1.2   Further to above, we encourage everyone to maintain an appropriate standard of dress and personal
appearance at work. The purpose of our dress code is to establish basic guidelines on appropriate clothing and
appearance at our workplace, so that we:

              1.2.1    Promote a positive and professional image;

              1.2.2    Respect the needs of men and women from all cultures and religions;

              1.2.3    Make any adjustments that may be needed because of disability;

              1.2.4    Take account of health and safety requirements; and

              1.2.5    Help staff and managers decide what clothing it is appropriate to wear to work.

      1.3   Managers are responsible for ensuring that this dress code is observed and that a common sense
approach is taken to any issues that may arise. Any enquiries regarding the operation of our dress code (including
whether an article of clothing is suitable to wear to work) should be made to the Managing Director.

      1.4    Failure to comply with the dress code may result in action under our Disciplinary Procedure.

      1.5    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Appearance:

       2.1   While working for us you represent us with customers and the public. Your appearance contributes to our
reputation and the development of our business.

       2.2   It is important that you appear clean and smart at all times when at work, particularly when you may be in
contact with clients, other business contacts or the general public.

       2.3   Footwear must be safe and clean and take account of health and safety considerations. Trainers and flip-
flops are not acceptable.
     
       2.4   Where we provide safety clothing and equipment, including protective footwear, it should be worn or used
as appropriate and directed.

       2.5   You should not wear clothing or jewellery that could present a health and safety risk.

3   Religious and Cultural dress

       3.1   You may wear appropriate religious and cultural dress (including clerical collars, head scarves, skullcaps
and turbans) unless it creates a health and safety risk to you or any other person or otherwise breaches this policy.
 
       3.2   Priority is at all times given to health and safety requirements. 



                                                           2.    EXPENSES POLICY

1    About this policy:

      1.1    This policy deals with claims for reimbursement of expenses, including travel, accommodation and
hospitality.

      1.2    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Reimbursement of expenses:

       2.1    We will reimburse expenses properly incurred in accordance with this policy. Any attempt to claim
expenses fraudulently or otherwise in breach of this policy may result in disciplinary action.    

       2.2    Expenses will only be reimbursed if they are:

                 1.2.1    Submitted to the Managing Director on the appropriate claim form;

                 1.2.2   Submitted within 14 days of being incurred;

                 1.2.3   Supported by relevant documents (for example, VAT receipts, tickets, and credit or debit card
slips); and

                  1.2.4   Authorised in advance where required.

        1.3     Claims for authorised expenses submitted in accordance with this policy will be paid directly into your
bank/building society account via payroll.

        1.4    Any questions about the reimbursement of expenses should be put to the your line manager before you
incur the relevant costs.

3   Travel Expenses

       3.1   We will reimburse the reasonable cost of necessary travel in connection with our business. The most
economic means of travel should be chosen if practicable. The following are not treated as travel in connection
with our business:

               3.1.1    travel between your home and usual place of work;

               3.1.2    travel which is mainly for your own purposes; and

               3.1.3    travel which, while undertaken on our behalf, is similar or equivalent to travel between your home
and your usual place of work.

      3.2   Trains. We will reimburse the cost of standard class travel on submission of a receipt with an expenses
claim form.

      3.3   Taxis. We do not expect you to take a taxi when there is public transport available, unless it is cost
effective due to a significant saving of journey time or the number of staff travelling together. A receipt should be
obtained for submission with an expenses claim form.

     



        3.4   Car. Where it is cost effective for you to use your car for business travel, and you have been authorised to
do so, you can claim a mileage allowance on proof of mileage. Details of the current mileage rates can be obtained
from your line manager. You can also claim for any necessary parking costs which must be supported by a receipt
or the display ticket.              
  
       3.5   Air travel. If you are required to travel by plane in the course of your duties you should discuss travel
arrangements with your line manager in advance.

       3.6   We will not reimburse penalty fares or fines for parking or driving offences, other than at our discretion in
exceptional circumstances.

4   Accommodation and other overnight expenses:

      4.1   If you are required to stay away overnight in the course of your duties you should discuss accommodation
arrangements with your line manager in advance. Accommodation will usually be subject to an upper limit per night
of £[AMOUNT] (London) or £[AMOUNT] [EP1] (outside London).

      4.2   We will reimburse your reasonable out-of-pocket expenses for overnight stays provided they are
supported by receipts as follows:

                4.2.1    Breakfast up to a maximum of £[AMOUNT] a day;

                4.2.2    Lunch and an evening meal up to £[AMOUNT] a day for lunch, £[AMOUNT] a day for an evening
meal or, where both are incurred on the same day, an overall maximum of £[AMOUNT]; and

                4.2.3    [A flat rate allowance of] £[AMOUNT] for each night spent away from home for incidental
expenses.

                                                            



                                                3.   EQUAL OPPORTUNITIES POLICY

1    Equal Opportunities Statement:

      1.1   Fibretec Telecommunications Limited is committed to promoting equal opportunities in employment. You
and any job applicants will receive equal treatment regardless of age, disability, gender reassignment, marital or
civil partner status, pregnancy or maternity, race, colour, nationality, ethnic or national origin, religion or belief, sex
or sexual orientation (Protected Characteristics).

2    About this policy:

       2.1   This policy sets out our approach to equal opportunities and the avoidance of discrimination at work. It
applies to all aspects of employment with us, including recruitment, pay and conditions, training, appraisals,
promotion, conduct at work, disciplinary and grievance procedures, and termination of employment.

       2.2   The Managing Director is responsible for this policy and any necessary training on equal opportunities.

       2.3   This policy does not form part of any employee's contract of employment and we may amend it at any time.

3   Discrimination:

       3.1    You must not unlawfully discriminate against or harass other people including current and former
employees, job applicants, clients, customers, suppliers and visitors. This applies in the workplace, outside the
workplace (when dealing with customers, suppliers or other work-related contacts), and on work-related trips or
events including social events.

       3.2   The following forms of discrimination are prohibited under this policy and are unlawful:

                  3.2.1    Direct discrimination: treating someone less favourably because of a Protected Characteristic.
For example, rejecting a job applicant because of their religious views or because they might be gay.
  
                  3.2.2   Indirect discrimination: a provision, criterion or practice that applies to everyone but adversely
affects people with a particular Protected Characteristic more than others, and is not justified. For example,
requiring a job to be done full-time rather than part-time would adversely affect women because they generally
have greater childcare commitments than men. Such a requirement would be discriminatory unless it can be
justified.

                   3.2.3   Harassment: this includes sexual harassment and other unwanted conduct related to a
Protected Characteristic, which has the purpose or effect of violating someone's dignity or creating an intimidating,
hostile, degrading, humiliating or offensive environment for them. Harassment is dealt with further in our Anti-
harassment and Bullying Policy.

                   3.2.4   Victimization: retaliation against someone who has complained or has supported someone
else's complaint about discrimination or harassment.

                   3.2.5   Disability discrimination: this includes direct and indirect discrimination, any unjustified less
favorable treatment because of the effects of a disability, and failure to make reasonable adjustments to alleviate
disadvantages caused by a disability.



4   Recruitment and Selection:

      4.1     Recruitment, promotion and other selection exercises such as redundancy selection will be conducted on
the basis of merit, against objective criteria that avoid discrimination. Shortlisting should be done by more than one
person if possible.

      4.2     Vacancies should generally be advertised to a diverse section of the labour market and the location of
the advertising should be carefully considered. Advertisements should avoid stereotyping or using wording that
may discourage particular groups from applying. 

      4.3     Job applicants should not be asked questions which might suggest an intention to discriminate on
grounds of a Protected Characteristic. For example, applicants should not be asked whether they are pregnant or
planning to have children.

      4.4     Job applicants should not be asked about health or disability before a job offer is made, except in the
very limited circumstances allowed by law: for example, to check that the applicant could perform an intrinsic part
of the job (taking account of any reasonable adjustments), or to see if any adjustments might be needed at
interview because of a disability. Where necessary, job offers can be made conditional on a satisfactory medical
check. Health or disability questions may be included in equal opportunities monitoring forms, which must not be
used for selection or decision-making purposes.

5    Monitoring

       5.1     During any recruitment and onboarding process, we may ask questions that include some protected
characteristics to help us monitor our diversity and how we are succeeding in our commitment to promote equal
opportunities. Including health or disability questions in equal opportunities monitoring exercises is acceptable, but
the data gathered must not be used for any employment-related decisions, such as whether to offer a role or
opportunity to a particular candidate.

       5.2     We may also record and analyse information about equal opportunities more generally within the
workplace. We do this so that we can make sure this policy operates successfully. The data helps us to refine it,
review the composition of our workforce, and to promote workplace equality.

       5.3     When you join the Company, you give us consent to gather and process this data about you.

6    Disabilities

        6.1     If you are disabled or become disabled, we encourage you to tell us about your condition so that we can
consider what reasonable adjustments or support may be appropriate.

7     Part-time and fixed-term work
 
         7.1     Part-time and fixed-term employees should be treated the same as comparable full-time or permanent
employees and enjoy no less favourable terms and conditions (on a pro-rata basis where appropriate), unless
different treatment is justified.

8    Breaches of this policy

         8.1     We take a strict approach to breaches of this policy, which will be dealt with in accordance with our
Disciplinary Procedure. Serious cases of deliberate discrimination may amount to gross misconduct resulting in
dismissal.



       8.2     If you believe that you have suffered discrimination you can raise the matter through our Grievance
Procedure or Anti-harassment and Bullying Policy. Complaints will be treated in confidence and investigated as
appropriate.

       8.3     You must not be victimised or retaliated against for complaining about discrimination. However, making
a false allegation deliberately and in bad faith will be treated as misconduct and dealt with under our Disciplinary
Procedure.

                       4     ANTI-HARRASMENT AND BULLYING POLICY

 1     About this policy

       1.1     Fibretec Telecommunications Limited is committed to providing a working environment free from
harassment and bullying and ensuring all staff are treated, and treat others, with dignity and respect.

       1.2     This policy covers harassment or bullying which occurs at work and out of the workplace, such as on
business trips or at work-related events or social functions. It covers bullying and harassment by staff (which may
include consultants, contractors and agency workers) and also by third parties such as customers, suppliers or
visitors to our premises.

        1.3     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2     What is harassment?

         2.1     Harassment is any unwanted physical, verbal or non-verbal conduct that has the purpose or effect of
violating a person's dignity or creating an intimidating, hostile, degrading, humiliating or offensive environment for
them. A single incident can amount to harassment.

          2.2     It also includes treating someone less favourably because they have submitted or refused to submit to
such behaviour in the past.

          2.3     Unlawful harassment may involve conduct of a sexual nature (sexual harassment), or it may be related
to age, disability, gender reassignment, marital or civil partner status, pregnancy or maternity, race, colour,
nationality, ethnic or national origin, religion or belief, sex or sexual orientation. Harassment is unacceptable even if
it does not fall within any of these categories.

          2.4     Harassment may include, for example:

                    2.4.1    Unwanted physical conduct or "horseplay", including touching, pinching, pushing and grabbing;

                    2.4.2   Unwelcome sexual advances or suggestive behaviour (which the harasser may perceive as                
harmless);
                     2.4.3   Offensive e-mails, text messages or social media content;

                     2.4.4   Mocking, mimicking or belittling a person's disability.

          2.5      A person may be harassed even if they were not the intended "target". For example, a person may be
harassed by racist jokes about a different ethnic group if the jokes create an offensive environmen



3   What is Bullying:

       3.1     Bullying is offensive, intimidating, malicious or insulting behavior involving the misuse of power that can
make a person feel vulnerable, upset, humiliated, undermined or threatened. Power does not always mean being in
a position of authority, but can include both personal strength and the power to coerce through fear or
intimidation.

       3.2     Bullying can take the form of physical, verbal and non-verbal conduct. Bullying may include, by way of
example:

       3.2.1physical or psychological threats;

       3.2.2overbearing and intimidating levels of supervision;

       3.2.3inappropriate derogatory remarks about someone's performance;

       3.3     Legitimate, reasonable and constructive criticism of a worker's performance or behavior, or reasonable
instructions given to workers in the course of their employment, will not amount to bullying on their own.

4    If you are being harassed or bullied:

       4.1     If you are being harassed or bullied, consider whether you feel able to raise the problem informally with
the person responsible. You should explain clearly to them that their behaviour is not welcome or makes you
uncomfortable. If this is too difficult or embarrassing, you should speak to your line manager who can provide
confidential advice and assistance in resolving the issue formally or informally.

       4.2     If informal steps are not appropriate, or have not been successful, you should raise the matter formally
under our Grievance Procedure.

       4.3     We will investigate complaints in a timely and confidential manner. The investigation will be conducted
by someone with appropriate experience and no prior involvement in the complaint, where possible. Details of the
investigation and the names of the person making the complaint and the person accused must only be disclosed
on a "need to know" basis. We will consider whether any steps are necessary to manage any ongoing relationship
between you and the person accused during the investigation.    

       4.4     Once the investigation is complete, we will inform you of our decision. If we consider you have been
harassed or bullied by an employee the matter will be dealt with under the Disciplinary Procedure as a case of
possible misconduct or gross misconduct. If the harasser or bully is a third party such as a customer or other
visitor, we will consider what action would be appropriate to deal with the problem. Whether or not your complaint
is upheld, we will consider how best to manage any ongoing working relationship between you and the person
concerned.

5    Protection and support for those involved:

        5.1     Staff who make complaints or who participate in good faith in any investigation must not suffer any form
of retaliation or victimisation as a result. Anyone found to have retaliated against or victimised someone in this way
will be subject to disciplinary action under our Disciplinary Procedure.

6     Record keeping:

         6.1     Information about a complaint by or about an employee may be placed on the employee's personnel file,
along with a record of the outcome and of any notes or other documents compiled during the process. 



                                       5.  ANTI-CORRUPTION AND BRIBERY POLICY

1    About this policy:

      1.1     It is our policy to conduct all of our business in an honest and ethical manner. We take a zero-tolerance
approach to bribery and corruption and are committed to acting professionally, fairly and with integrity in all our
business dealings and relationships.

      1.2     Any employee who breaches this policy will face disciplinary action, which could result in dismissal for
gross misconduct. Any non-employee who breaches this policy may have their contract terminated with immediate
effect.

      1.3     This policy does not form part of any employee's contract of employment and we may amend it at any
time. It will be reviewed regularly.

2    Who must comply with this policy:

      2.1     This policy applies to all persons working for us or on our behalf in any capacity, including employees at all
levels, directors, officers, agency workers, seconded workers, volunteers, interns, agents, contractors, external
consultants, third-party representatives and business partners.

3   What is Bribery:

       3.1    Bribe means a financial or other inducement or reward for action which is illegal, unethical, a breach of
trust or improper in any way. Bribes can take the form of money, gifts, loans, fees, hospitality, services, discounts,
the award of a contract or any other advantage or benefit.

       3.2     Bribery includes offering, promising, giving, accepting or seeking a bribe.

       3.3     All forms of bribery are strictly prohibited. If you are unsure about whether a particular act constitutes
bribery, raise it with your manager or the Managing Director.

       3.4     Specifically, you must not:

                  3.4.1    Give or offer any payment, gift, hospitality or other benefit in the expectation that a business
advantage will be received in return, or to reward any business received;
  
                  3.4.2    Accept any offer from a third party that you know or suspect is made with the expectation that
we will provide a business advantage for them or anyone else; or

                   3.4.3   Give or offer any payment (sometimes called a facilitation payment) to a government official in
any country to facilitate or speed up a routine or necessary procedure;

         3.5     You must not threaten or retaliate against another person who has refused to offer or accept a bribe or
who has raised concerns about possible bribery or corruption.

4   Gifts and hospitality

       4.1     This policy does not prohibit the giving or accepting of reasonable and appropriate hospitality for
legitimate purposes such as building relationships, maintaining our image or reputation, or marketing our products
and services.

       4.2     A gift or hospitality will not be appropriate if it is unduly lavish or extravagant, or could be seen as an
inducement or reward for any preferential treatment (for example, during contractual negotiations or a tender
process).



       4.3   Gifts must be of an appropriate type and value depending on the circumstances and taking account of the
reason for the gift. Gifts must not include cash or cash equivalent (such as vouchers) or be given in secret. Gifts
must be given in our name, not your name.

       4.4   Promotional gifts of low value such as branded stationery may be given to or accepted from existing
customers, suppliers and business partners.

5    Record keeping:

       5.1     You must declare and keep a written record of all hospitality or gifts given or received. You must also
submit all expenses claims relating to hospitality, gifts or payments to third parties in accordance with our expenses
policy and record the reason for expenditure.

       5.2     All accounts, invoices, and other records relating to dealings with third parties including suppliers and
customers should be prepared with strict accuracy and completeness. Accounts must not be kept "off-book" to
facilitate or conceal improper payments.

6   How to raise a concern:

       6.1     If you are offered a bribe, or are asked to make one, or if you suspect that any bribery, corruption or
other breach of this policy has occurred or may occur, you must notify your manager as soon as possible.



                                                6.   WHISTLEBLOWING POLICY

1    About this policy:

      1.1     We are committed to conducting our business with honesty and integrity and we expect all staff to
maintain high standards. Any suspected wrongdoing should be reported as soon as possible.

      1.2     This policy covers all employees, officers, consultants, contractors, casual workers and agency workers.

      1.3     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    What is whistleblowing?

      2.1     Whistleblowing is the reporting of suspected wrongdoing or dangers in relation to our activities. This
includes bribery, facilitation of tax evasion, fraud or other criminal activity, miscarriages of justice, health and
safety risks, damage to the environment and any breach of legal or professional obligations. 

3   How to raise a concern:

       3.1    We hope that in many cases you will be able to raise any concerns with your manager. However, where
you prefer not to raise it with your manager for any reason, you should contact the Managing Director. 

       3.2   We will arrange a meeting with you as soon as possible to discuss your concern. You may bring a
colleague or union representative to any meetings under this policy. Your companion must respect the
confidentiality of your disclosure and any subsequent investigation.

4   Confidentiality:

       4.1     We hope that staff will feel able to voice whistleblowing concerns openly under this policy. Completely
anonymous disclosures are difficult to investigate. If you want to raise your concern confidentially, we will make
every effort to keep your identity secret and only reveal it where necessary to those involved in investigating your
concern.

5    External disclosures:

        1.1     The aim of this policy is to provide an internal mechanism for reporting, investigating and remedying any
wrongdoing in the workplace. In most cases you should not find it necessary to alert anyone externally.

       1.2     The law recognises that in some circumstances it may be appropriate for you to report your concerns to
an external body such as a regulator. We strongly encourage you to seek advice before reporting a concern to
anyone external. Protect operates a confidential helpline. Their contact details are at the end of this policy.

6    Protection and support for whistleblowers:

        6.1     We aim to encourage openness and will support whistleblowers who raise genuine concerns under this
policy, even if they turn out to be mistaken.

      6.2     Whistleblowers must not suffer any detrimental treatment as a result of raising a genuine concern. If you
believe that you have suffered any such treatment, you should inform your line manager immediately. If the matter
is not remedied you should raise it formally using our Grievance Procedure.



Protect
(Independent whistleblowing charity)

Helpline: 0203 117 2520
 E-mail:
 whistle@pcaw.co.uk
 Website: www.pcaw.co.uk

      6.4     You must not threaten or retaliate against whistleblowers in any way. If you are involved in such conduct
you may be subject to disciplinary action. In some cases the whistleblower could have a right to sue you personally
for compensation in an employment tribunal.

      6.5     However, if we conclude that a whistleblower has made false allegations maliciously, the whistleblower
may be subject to disciplinary action.

      6.6     Protect operates a confidential helpline. Their contact details are at the end of this policy.
1Contacts

7   Contacts:



                                    7.  DISCIPLINARY AND CAPABILITY PROCEDURE

1    About this procedure:

      1.1     This procedure is intended to help maintain standards of conduct and performance and to ensure fairness
and consistency when dealing with allegations of misconduct or poor performance.

      1.2     Minor conduct or performance issues can usually be resolved informally with your line manager. This
procedure sets out formal steps to be taken if the matter is more serious or cannot be resolved informally.

      1.3     This procedure applies to all employees regardless of length of service. It does not apply to agency
workers or self-employed contractors.

      1.4     This procedure does not form part of any employee's contract of employment and we may amend it at
any time.

2    Investigations:

      2.1     Before any disciplinary hearing is held, the matter will be investigated. Any meetings and discussions as
part of an investigation are solely for the purpose of fact-finding and no disciplinary action will be taken without a
disciplinary hearing. 

      2.2     In some cases of alleged misconduct, we may need to suspend you from work while we carry out the
investigation or disciplinary procedure (or both). Suspension is not considered to be disciplinary action.

3   The Hearing:

       3.1    We will give you written notice of the hearing, including sufficient information about the alleged
misconduct or poor performance and its possible consequences to enable you to prepare. You will normally be
given copies of relevant documents and witness statements.

       3.2    You may be accompanied at the hearing by a trade union representative or a colleague, who will be
allowed reasonable paid time off to act as your companion.

       3.3    You should let us know as early as possible if there are any relevant witnesses you would like to attend
the hearing or any documents or other evidence you wish to be considered.

       3.4    We will inform you in writing of our decision, usually within one week of the hearing.

4   Disciplinary action and dismissal:

       4.1     The usual penalties for misconduct or poor performance are:

                 4.1.1     Stage 1: First written warning. Where there are no other active written warnings on your
disciplinary record, you will usually receive a first written warning. It will usually remain active for six months.

                 4.1.2     Stage 2: Final written warning. In case of further misconduct or failure to improve where there is
an active first written warning on your record, you will usually receive a final written warning. This may also be
used without a first written warning for serious cases of misconduct or poor performance. The warning will usually
remain active for 12 months.

              



                
                  4.1.1      Stage 3: Dismissal or other action. You may be dismissed for further misconduct or failure to
improve where there is an active final written warning on your record, or for any act of gross misconduct. Examples
of gross misconduct are given below (paragraph 6). You may also be dismissed without a warning for any act of
misconduct or unsatisfactory performance during your probationary period.

      We may consider other sanctions short of dismissal, including demotion or redeployment to another role (where
permitted by your contract), and/or extension of a final written warning with a further review period.

5    Appeals:

      5.1     You may appeal in writing within one week of being told of the decision.

     5.2     The appeal hearing will, where possible, be held by someone other than the person who held the original
hearing. You may bring a colleague or trade union representative with you to the appeal hearing.

     5.3     We will inform you in writing of our final decision as soon as possible, usually within one week of the
appeal hearing. There is no further right of appeal.

6   Gross missconduct:

       6.1     Gross misconduct will usually result in dismissal without warning, with no notice or payment in lieu of
notice (summary dismissal).

       6.2    Gross misconduct is a serious breach of contract and includes misconduct which, in our opinion, is likely
to prejudice our business or reputation or irreparably damage the working relationship and trust between us. This
may include misconduct committed outside of work. The following are examples of matters that are normally
regarded as gross misconduct:

                6.2.1    theft or fraud;
 
                6.2.2    physical violence or bullying;
  
                6.2.3    deliberate and serious damage to property;

                6.2.4    serious misuse of the organisation's property or name;

                6.2.5    deliberately accessing internet sites containing pornographic, offensive or obscene material;

                6.2.6    serious insubordination;
   
                6.2.7    unlawful discrimination, victimisation or harassment;

                6.2.8    bringing the organisation into serious disrepute;
  
                6.2.9    serious incapability at work brought on by alcohol or illegal drugs;

                6.2.10   causing loss, damage or injury through serious negligence;
  
                6.2.11    a serious breach of health and safety rules;

                6.2.12   a serious breach of confidence.

     6.3     This list is intended as a guide and is not exhaustive.



                                                  8.  GRIEVANCE PROCEDURE

1    About this procedure:

      1.1     Most grievances can be resolved quickly and informally through discussion with your line manager. If this
does not resolve the problem, you should initiate the formal procedure set out below.

      1.2     This procedure applies to all employees regardless of length of service. It does not apply to agency
workers or self-employed contractors.

      1.3     This procedure does not form part of any employee's contract of employment. It may be amended at any
time and we may depart from it depending on the circumstances of any case.

2   Step 1: Written grievance:

      2.1     You should put your grievance in writing and submit it to your line manager. If your grievance concerns
your line manager you may submit it to a member of the senior management team.

      2.2     The written grievance should set out the nature of the complaint, including any relevant facts, dates, and
names of individuals involved so that we can investigate it.

3   Step 2:  Meeting:

      3.1     We will arrange a grievance meeting, normally within one week of receiving your written grievance. You
should make every effort to attend.

      3.2     You may bring a companion to the grievance meeting if you make a reasonable request in advance and
tell us the name of your chosen companion. The companion may be either a trade union representative or a
colleague, who will be allowed reasonable paid time off from duties to act as your companion.

      3.3     If you or your companion cannot attend at the time specified you should let us know as soon as possible
and we will try, within reason, to agree an alternative time.

      3.4     We may adjourn the meeting if we need to carry out further investigations, after which the meeting will
usually be reconvened.

      3.5     We will write to you, usually within one week of the last grievance meeting, to confirm our decision and
notify you of any further action that we intend to take to resolve the grievance. We will also advise you of your
right of appeal.

4   Step 3:  Appeals:

       4.1     If the grievance has not been resolved to your satisfaction you may appeal in writing to the Managing
Director, stating your full grounds of appeal, within one week of the date on which the decision was sent or given
to you.

       4.2     We will hold an appeal meeting, normally within two weeks of receiving the appeal. This will be dealt with
impartially by a manager who has not previously been involved in the case. You will have a right to bring a
companion (see paragraph 3.2).

       4.3     We will confirm our final decision in writing, usually within one week of the appeal hearing. There is no
further right of appeal.

              



                                                  9.  SICKNESS ABSENCE POLICY

1    About this procedure:

      1.1     This policy sets out our arrangements for sick pay and for reporting and managing sickness absence.

      1.2     Abuse of sickness absence, including failing to report absence or falsely claiming sick pay will be treated
as misconduct under our Disciplinary Procedure.

      1.3     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2   Reporting when you are sick:

      2.1     If you cannot attend work because you are sick or injured you should telephone your manager as early as
possible and no later than 30 minutes after the time when you are normally expected to start work.

3   Evidence of capacity:

       3.1     You must complete a self-certification form for sickness absence of up to seven calendar days.

      3.2     For absence of more than a week you must obtain a certificate from your doctor stating that you are not
fit for work, giving the reason. You must also complete a self-certification form to cover the first seven days. If
absence continues beyond the expiry of a certificate, a further certificate must be provided.

      3.3     If your doctor provides a certificate stating that you "may be fit for work" you must inform your manager
immediately. We will hold a discussion with you about how to facilitate your return to work, taking account of your
doctor's advice. If appropriate measures cannot be taken, you will remain on sick leave and we will set a date for
review.

4   Statutory sick pay:

       4.1    You may be entitled to Statutory Sick Pay (SSP) if you satisfy the relevant statutory requirements.
Qualifying days for SSP are as set out in your employment contract. The rate of SSP is set by the government in
April each year. No SSP is payable for the first three consecutive days of absence. It starts on the fourth day of
absence and may be payable for up to 28 weeks.

5   Return to work interviews:

         1.1     After a period of sick leave your manager may hold a return-to-work interview with you. The purposes
may include:

                  1.1.1   ensuring you are fit for work and agreeing any actions necessary to facilitate your return;

                  1.1.2   confirming you have submitted the necessary certificates;

                  1.1.3   updating you on anything that may have happened during your absence;

                  1.1.4   raising any other concerns regarding your absence record or your return to work.

              



6    Managing long term or persistent absence:

       6.1     The following paragraphs set out our procedure for dealing with long-term absence or where your level or
frequency of short-term absence has given us cause for concern. The purpose of the procedure is to investigate
and discuss the reasons for your absence, whether it is likely to continue or recur, and whether there are any
measures that could improve your health and/or attendance. We may decide that medical evidence, or further
medical evidence, is required before deciding on a course of action.

      6.2     We will notify you in writing of the time, date and place of any meeting, and why it is being held. We will
usually give you a week's notice of the meeting.

      6.3     Meetings will be conducted by your line manager.

      6.4     If you cannot attend at the time specified you should let us know as soon as possible and we will try,
within reason, to agree an alternative time.

      6.5     If you have a disability, we will consider whether reasonable adjustments may need to be made to the
sickness absence meetings procedure, or to your role or working arrangements.

7   Medical Examinations:

      7.1     We may ask you to consent to a medical examination by a doctor or occupational health professional or
other specialist nominated by us (at our expense). 

      7.2     You will be asked to agree that any medical report produced may be disclosed to us and that we may
discuss the contents of the report with the specialist and with our advisers. All medical reports will be kept
confidential and held in accordance with our Employee Privacy Notice. 

8   Initial sickness absence meeting:

       8.1     The purposes of a sickness absence meeting or meetings will be to discuss the reasons for your absence,
how long it is likely to continue, whether it is likely to recur, whether to obtain a medical report, and whether there
are any measures that could improve your health and/or attendance.

       8.2     In cases of long-term absence, we may seek to agree a return-to-work programme, possibly on a
phased basis.

       8.3     In cases of short-term, intermittent absence, we may set a target for improved attendance within a
certain timescale.

9    If matters do not improve:
        
        9.1     If, after a reasonable time, you have not been able to return to work or if your attendance has not
improved within the agreed timescale, we will hold a further meeting or meetings. We will seek to establish
whether the situation is likely to change, and may consider redeployment opportunities at that stage. If it is
considered unlikely that you will return to work or that your attendance will improve within a short time, we may
give you a written warning that you are at risk of dismissal. We may also set a further date for review.

10   Final sickness absence meeting:

        10.1     Where you have been warned that you are at risk of dismissal, and the situation has not changed
significantly, we will hold a meeting to consider the possible termination of your employment. Before we make a
decision, we will consider any matters you wish to raise and whether there have been any changes since the last
meeting.



11    Appeals:

        11.1     You may appeal against the outcome of any stage of this procedure. If you wish to appeal you should set
out your appeal in writing to the Managing Director, stating your grounds of appeal, within one week of the date on
which the decision was sent or given to you.

        11.2     If you are appealing against a decision to dismiss you, we will hold an appeal meeting, normally within
two weeks of receiving the appeal. This will be dealt with impartially and, where possible, by a more senior
manager who has not previously been involved in the case.

        11.3     We will confirm our final decision in writing, usually within one week of the appeal hearing. There is no
further right of appeal.

        11.4     The date that any dismissal takes effect will not be delayed pending the outcome of an appeal.
However, if the appeal is successful, the decision to dismiss will be revoked with no loss of continuity or pay.



                         10.  TIME OFF FOR ANTENATAL APPOINTMENTS POLICY

1    About this policy:

     1.1     This policy outlines the statutory right to take time off to attend antenatal appointments.

     1.2     This policy applies to employees and agency workers. It does not apply to self-employed contractors.

     1.3     If you are an agency worker, the rights set out in this policy only apply to you once you have worked in the
same role with us for at least 12 continuous weeks (which may include more than one assignment). For these
purposes we will ignore any breaks due to holiday or other leave to which you are entitled, breaks due to industrial
action, breaks of up to 28 weeks in cases of sickness or jury service, and breaks of up to six weeks for any other
reason. We will treat breaks due to pregnancy or childbirth up to 26 weeks after birth, and any statutory maternity,
paternity or adoption leave, as time worked.

     1.4     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2   Time off if you are pregnant:
     
      2.1     If you are pregnant you may take reasonable paid time off during working hours for antenatal appointments.
If you are pregnant you may take paid time off during working hours for antenatal appointments. You should try to
give us as much notice as possible of the appointment. Unless it is your first appointment, we may ask to see a
certificate confirming your pregnancy and an appointment card.

3   Time off for accompanying a pregnant woman: eligibility

       1.1     You may take unpaid time off to accompany a pregnant woman to an antenatal appointment if you have a
"qualifying relationship" with the woman or the child. This means that either:

                1.1.1      you are the baby's father;

                1.1.2      you are the pregnant woman's spouse, civil partner or are living with her in an enduring family
relationship and she is not your sister, mother, grandmother, aunt or niece; or

                1.1.3      you are one of the intended parents in a surrogacy arrangement and expect to obtain a parental
order in respect of the child.

4   Time off for accompanying a pregnant woman: how to book time off:

       4.1     Please give us as much notice of the appointment as possible. You must provide us with a signed
statement providing the date and time of the appointment and confirming:

                 4.1.1   that you meet one of the eligibility criteria in paragraph 3;

                 4.1.2   that the purpose of the time off is to accompany the pregnant woman to an antenatal
appointment; and

                 4.1.3   that the appointment has been made on the advice of a registered medical practitioner, registered
midwife or registered nurse.



11    Time off for accompanying a pregnant woman: amount of time off:
     
        11.1     You may take time off to accompany a pregnant woman to up to two antenatal appointments in relation
to each pregnancy.

        11.2     You must not take more than six and a half hours off for each appointment, including travel and waiting
time.

        11.3     Time off to attend these appointments is unpaid.

        11.4     If you wish to take time off to attend further antenatal appointments you should request annual leave.

.



                         11.  TIME OFF FOR ADOPTION APPOINTMENTS POLICY

1    About this policy:

     1.1     This policy outlines the statutory right to take time off to attend adoption appointments.

     1.2     This policy applies to employees and agency workers. It does not apply to self-employed contractors.

     1.3     If you are an agency worker, the rights set out in this policy only apply to you once you have worked in the
same role with us for at least 12 continuous weeks (which may include more than one assignment). For these
purposes we will ignore any breaks due to holiday or other leave to which you are entitled, breaks due to industrial
action, breaks of up to 28 weeks in cases of sickness or jury service, and breaks of up to six weeks for any other
reason. We will treat breaks due to pregnancy or childbirth up to 26 weeks after birth, and any statutory maternity,
paternity or adoption leave, as time worked.

     1.4     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2   Time off for an adoption appointments;
     
      2.1     An adoption appointment is an appointment arranged by an adoption agency (or at the agency's request)
for you to have contact with a child who is to be placed with you for adoption, or for any other purpose related to
the adoption.

      2.2     You may take time off to attend an adoption appointment once the agency has notified you that a child is
to be placed with you for adoption but before the child is actually placed with you.

3   If you are adopting a child with another person:

      3.1     Where you and your partner are adopting a child, you must decide between you who will be treated as the
primary adopter and who will be treated as the secondary adopter for the purposes of time off. You must tell us
your decision the first time you request time off for an adoption appointment. This will affect how much time you
can take off.

      3.2     You would usually choose to be the primary adopter if you intend to take adoption leave when the child is
placed with you. You would not be able to take paternity leave if you have elected to be the primary adopter.

      3.3     You would usually choose to be the secondary adopter if you intend to take paternity leave when the
child is placed with you, although you may be able to take adoption leave if your partner is not taking it.

4   If you are adopting a child alone:

      4.1     If you are adopting a child alone, you are treated as the primary adopter.

5   If you are adopting more than one child:

      5.1     If the agency is placing more than one child with you as part of the same arrangement, this is treated as
one adoption and will not increase the number of appointments you can take time off to attend. Any time off under
this policy must be taken before the first child is placed with you.



6    Amount of time off:

    6.1     If you are adopting on your own or have elected to be the primary adopter, you may take paid time off to
attend an adoption appointment on up to five occasions in relation to any particular adoption.

    6.2     If you are the secondary adopter, you may take unpaid time off to attend an adoption appointment on up
to two occasions only.

    6.3     You must not take more than six and a half hours off for each appointment, including travel and waiting
time.

7   How to book time off
     
      7.1     Please give us as much notice of the appointment as possible. You must provide your manager with a
signed statement or an email confirming:

                7.1.1     The date and time of the appointment.

                7.1.2     That the appointment has been arranged or requested by the adoption agency.

7.2     If you are an agency worker you may have to notify your agency as well. You should check with the agency.



                                                      12.  MATERNITY POLICY

1    About this policy:

      1.1     This policy outlines the statutory rights and responsibilities of employees who are pregnant or have
recently given birth, and sets out the arrangements for pregnancy-related sickness, health and safety, and
maternity leave.

      1.2     Arrangements for time off for antenatal care and to accompany a pregnant woman to antenatal
appointments are set out in our Time off for Antenatal Appointments Policy.

      1.3     In some cases you and your spouse or partner may be eligible to opt into the shared parental leave (SPL)
scheme which gives you more flexibility to share the leave and pay available in the first year. You will need to give
us at least eight weeks notice to opt into SPL, and you must remain on maternity leave until at least two weeks
after birth. For information about SPL, see our Shared Parental Leave (Birth) Policy.

      1.4     This policy only applies to employees and does not apply to agency workers or self-employed
contractors. This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Entitlement to maternity leave

      2.1     All employees are entitled to up to 52 weeks' maternity leave, consisting of 26 weeks' ordinary maternity
leave (OML) and 26 weeks' additional maternity leave (AML).

3   Notification:

      3.1     Please inform us as soon as possible that you are pregnant. This is important as there may be health and
safety considerations.

      3.2     Before the end of the fifteenth week before the week that you expect to give birth (Qualifying Week), or
as soon as reasonably practical afterwards, you must tell us:

                3.2.1    the week in which your doctor or midwife expects you to give birth (Expected Week of Childbirth);
and
                3.2.2    the date on which you would like to start your maternity leave (Intended Start Date).

     3.3     We will write to you within 28 days to tell you the date we will expect you to return to work if you take
your  full maternity leave entitlement (Expected Return Date).

     3.4     Once you receive a certificate from a doctor or midwife confirming your Expected Week of Childbirth
(MATB1), you must provide us with a copy.

4   Starting maternity leave:

      4.1     The earliest you can start maternity leave is 11 weeks before the Expected Week of Childbirth (unless your
child is born prematurely before that date).

      4.2     If you want to change your Intended Start Date please tell us in writing. You should give us as much
notice as you can, but wherever possible you must tell us at least 28 days before the original Intended Start Date
(or the new start date if you are bringing the date forward). We will then write to you within 28 days to tell you your
new expected return date.



      4.2     Your maternity leave should normally start on the Intended Start Date. However, it may start earlier if you
give birth before your Intended Start Date, or if you are absent for a pregnancy-related reason in the last four
weeks before your Expected Week of Childbirth. In either of those cases, maternity leave will start on the following
day.

      4.3     Shortly before your maternity leave is due to start we will discuss with you the arrangements for covering
your work and the opportunities for you to remain in contact, should you wish to do so, during your leave.

      4.4     The law says that we cannot allow you to work during the two weeks following childbirth.

5    Maternity pay:

      5.1     Statutory maternity pay (SMP) is payable for up to 39 weeks provided you have at least 26 weeks'
continuous employment with us at the end of the Qualifying Week and your average earnings are not less than the
lower earnings limit set by the government each tax year. The first six weeks SMP are paid at 90% of your average
earnings and the remaining 33 weeks are at a rate set by the government each year.

6   During maternity leave:
   
       6.1     With the exception of terms relating to pay, your terms and conditions of employment remain in force
during OML and AML.

       6.2     Holiday entitlement will continue to accrue during maternity leave. If your maternity leave will continue
into the next holiday year, any holiday entitlement that cannot reasonably be taken before starting your maternity
leave can be carried over and must be taken within three months of returning to work] unless your manager agrees
otherwise. You should try to limit carry over to one week's holiday or less. Carry over of more than one week is at
your manager's discretion. Please discuss your holiday plans with your manager in good time before starting your
maternity leave. All holiday dates are subject to approval by your manager.

       6.3     If you are a member of the pension scheme, we shall make employer pension contributions during OML
and any period of paid AML, based on your normal salary, in accordance with the pension scheme rules. Any
employee contributions you make will be based on the amount of any maternity pay you are receiving, unless you
inform your line manager that you wish to make up any shortfall.

7   Keeping in touch:

      7.1     We may make reasonable contact with you from time to time during your maternity leave although we will
keep this to a minimum. 

      7.2     You may work (including attending training) on up to ten "keeping-in-touch" days during your maternity
leave. This is not compulsory and must be discussed and agreed with your line manager.

      7.3     You will be paid at your normal basic rate of pay for time spent working on a keeping-in-touch day and
this will be inclusive of any maternity pay entitlement.

8   Returning to work:

       8.1     You must return to work on the Expected Return Date unless you tell us otherwise. If you wish to return to
work earlier than the Expected Return Date, you must give us eight weeks' prior notice of the date. It is helpful if
you give this notice in writing. You may be able to return later than the Expected Return Date if you request annual
leave or parental leave, which will be at our discretion.

       8.2     You are normally entitled to return to work in the position you held before starting maternity leave, and
on the same terms of employment. However, if you have taken AML and it is not reasonably practicable for us to
allow you to return into the same position, we may give you another suitable and appropriate job on terms and
conditions that are not less favourable.



      8.3     If you want to change your hours or other working arrangements on return from maternity leave you
should make a request under our Flexible Working Policy. It is helpful if such requests are made as early as
possible.

      8.4     If you decide you do not want to return to work you should give notice of resignation in accordance with
your contract.



                                                      13.  ADOPTION POLICY

1    About this policy:

      1.1     This policy sets out the arrangements for adoption leave and pay for employees who are adopting a child
through a UK adoption agency.

      1.2     Arrangements for time off for adoption appointments are set out in our Time off for Adoption
Appointments Policy.

      1.3     In some cases you and your spouse or partner may be eligible to opt into the shared parental leave (SPL)
scheme which gives you more flexibility to share the leave and pay available in the first year. You will need to give
us at least eight weeks notice to opt into SPL, and one of you must take at least two weeks' adoption leave. For
information about SPL, see our Shared Parental Leave (Adoption) Policy.

      1.4     This policy only applies to employees and does not apply to agency workers or self-employed
contractors. It does not form part of any employee's contract of employment and we may amend it at any time.

2    Entitlement to adoption leave

      2.1     In an adoption case or a fostering for adoption case, you are entitled to adoption leave if all the following
conditions are met:

               2.1.1    You are adopting a child through a UK adoption agency, or you are a local authority foster parent
who has been approved as a prospective adopter.

               2.1.2    The adoption agency or local authority has given you written notice that it has matched you with a
child, and tells you the expected placement date.

               2.1.3    You have told the agency or local authority that you agree to the placement.

      2.2     Adoption leave may be available if you are adopting through an overseas adoption agency. Please
contact your line manager for information on eligibility and process.

      2.3     In a surrogacy case, you are entitled to adoption leave if all the following conditions are met:

                2.3.1    A surrogate mother gives birth to a child, who is biologically the child of either you, or your spouse
or partner (or both of you).

                2.3.2    You expect to be given parental responsibility under a parental order from the court. The child
must live with you and you must apply for the parental order within six months of birth.

     2.4     In either case, only one parent can take adoption leave. If your spouse or partner takes adoption leave
with their employer, you may be entitled to paternity leave (see our Paternity Leave Policy). In some cases, you
may also qualify for shared parental leave (see our Shared Parental Leave (Adoption) Policy).

     2.5     The maximum adoption leave entitlement is 52 weeks, consisting of 26 weeks' Ordinary Adoption Leave
(OAL) and 26 weeks' Additional Adoption Leave (AAL).

3   Notification requirements:

      3.1     In an adoption or fostering for adoption case, you must tell us in writing of the expected placement date,
and your intended start date for adoption leave. You must give this information not more than seven days after the
agency or local authority notifies you in writing that it has matched you with a child, or if that is not reasonably
practicable, as soon as you can.



3.2     Once you receive the matching certificate from the agency or local authority, you must provide us with a
copy.

3.3     In a surrogacy case, you must tell us in writing of your intention to take adoption leave and give the expected
week of childbirth (EWC). You must give this information by the end of the 15th week before the EWC, or if that is
not reasonably practicable, as soon as you can. When the child is born you must tell us the date of birth.

3.4     We will write to you within 28 days of receiving your notification, to confirm your expected return date
assuming you take your full entitlement to adoption leave.

2    Entitlement to adoption leave

      2.1     In an adoption case or a fostering for adoption case, you are entitled to adoption leave if all the following
conditions are met:

               2.1.1    You are adopting a child through a UK adoption agency, or you are a local authority foster parent
who has been approved as a prospective adopter.

               2.1.2    The adoption agency or local authority has given you written notice that it has matched you with a
child, and tells you the expected placement date.

               2.1.3    You have told the agency or local authority that you agree to the placement.

      2.2     Adoption leave may be available if you are adopting through an overseas adoption agency. Please
contact your line manager for information on eligibility and process.

      2.3     In a surrogacy case, you are entitled to adoption leave if all the following conditions are met:

                2.3.1    A surrogate mother gives birth to a child, who is biologically the child of either you, or your spouse
or partner (or both of you).

                2.3.2    You expect to be given parental responsibility under a parental order from the court. The child
must live with you and you must apply for the parental order within six months of birth.

     2.4     In either case, only one parent can take adoption leave. If your spouse or partner takes adoption leave
with their employer, you may be entitled to paternity leave (see our Paternity Leave Policy). In some cases, you
may also qualify for shared parental leave (see our Shared Parental Leave (Adoption) Policy).

     2.5     The maximum adoption leave entitlement is 52 weeks, consisting of 26 weeks' Ordinary Adoption Leave
(OAL) and 26 weeks' Additional Adoption Leave (AAL).

3   Notification requirements:

      3.1     In an adoption or fostering for adoption case, you must tell us in writing of the expected placement date,
and your intended start date for adoption leave. You must give this information not more than seven days after the
agency or local authority notifies you in writing that it has matched you with a child, or if that is not reasonably
practicable, as soon as you can.

      3.2     Once you receive the matching certificate from the agency or local authority, you must provide us with a
copy.

      3.3     In a surrogacy case, you must tell us in writing of your intention to take adoption leave and give the
expected week of childbirth (EWC). You must give this information by the end of the 15th week before the EWC, or
if that is not reasonably practicable, as soon as you can. When the child is born you must tell us the date of birth.

      3.4     We will write to you within 28 days of receiving your notification, to confirm your expected return date
assuming you take your full entitlement to adoption leave.



4    Starting adoption leave

     4.1     In an adoption or fostering for adoption case, OAL may start on a date of your choosing no more than 14
days before the expected placement date, or on the date of placement itself, but no later.

     4.2     If you want to change your intended start date please tell us in writing. You should give as much notice as
you can, but wherever possible you must tell us at least 28 days before the original intended start date (or the new
start date if you are bringing the date forward). We will write to you within 28 days to tell you your new expected
return date.

     4.3     In a surrogacy case, OAL will start on the day the child is born, unless you are at work, in which case it will
start on the following day. You cannot change the start date.

5   Adoption pay:

      5.1     Statutory adoption pay (SAP) is payable for up to 39 weeks, provided you have at least 26 weeks'
continuous employment with us ending with the Qualifying Week (the week in which the adoption agency or local
authority notified you of a match, or the 15th week before the EWC) and your average earnings are not less than
the lower earnings limit set by the government each tax year. The first six weeks' SAP are paid at 90% of your
average earnings and the remaining 33 weeks are at a rate set by the government each year.

6   During adoption leave:

      6.1     All the terms and conditions of your employment remain in force during OAL and AAL, except for the terms
relating to pay.

      6.2     Holiday entitlement will continue to accrue at the rate provided under your contract. If your adoption
leave will continue into the next holiday year, any holiday entitlement that cannot reasonably be taken before
starting your adoption leave can be carried over and must be taken immediately before returning to work. Please
discuss your holiday plans with your manager in good time before starting your adoption leave. All holiday dates
are subject to approval by your manager.

      6.3     If you are a member of the pension scheme, we shall make employer pension contributions during OAL
and any further period of paid adoption leave based on your normal salary, in accordance with the pension scheme
rules. Any employee contributions you make will be based on the amount of any adoption pay you are receiving,
unless you inform your line manager that you wish to make up any shortfall.

7   Keeping in touch:

       7.1     We may make reasonable contact with you from time to time during your adoption leave although we will
keep this to a minimum.

       7.2     You may work (including attending training) on up to ten "keeping-in-touch" days during your adoption
leave. This is not compulsory and must be discussed and agreed with your line manager.

       7.3     You will be paid at your normal basic rate of pay for time spent working on a keeping-in-touch day and
this will be inclusive of any adoption pay entitlement. 
         
8    Returning to work:

       8.1     You must return to work on the expected return date unless you tell us otherwise. If you wish to return to
work early, you must give us at least eight weeks' notice of the date. It is helpful if you give this notice in writing.
You may be able to return later than the expected return date if you request annual leave or parental leave, which
will be at our discretion.



      8.2     You are normally entitled to return to work in the position you held before starting adoption leave, on the
same terms of employment. However, if you have taken AAL and it is not reasonably practicable for us to allow you
to return to the same position, we may give you another suitable and appropriate job on terms and conditions that
are not less favourable.

      8.3     If you want to change your hours or other working arrangements on return from adoption leave you
should make a request under our Flexible Working Policy. It is helpful if such requests are made as early as
possible.

      8.4     If you decide you do not want to return to work you should give notice of resignation in accordance with
your contract.



                                                      14.  PATERNITY POLICY

1    About this policy:

      1.1     This policy outlines when an employee may be entitled to paternity leave and paternity pay, and sets out
the arrangements for taking it.

      1.2     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

      1.3     In some cases you and your partner may be eligible to opt into the shared parental leave (SPL) scheme
which gives you more flexibility to share the leave and pay available in the first year. This applies where the
Expected Week of Childbirth (EWC) starts on or after 5 April 2015, or if a child is placed with you for adoption on or
after that date. This does not affect your right to take two weeks' paternity leave around the time of birth or
placement. For information about SPL, see our Shared Parental Leave (Birth) and Shared Parental Leave (Adoption)
Policies.

2    Entitlement to patternity leave

      2.1     Paternity leave is available on the birth of a child if you have been continuously employed by us for at
least 26 weeks ending with the 15th week before the Expected Week of Childbirth and either:

               2.1.1    you are the biological father and will have some responsibility for the child's upbringing; or

               2.1.2    you are the partner (that is, spouse, civil partner or cohabiting partner) of the mother, and will have
the main responsibility (with the mother) for the child's upbringing; or

               2.1.3    the child is born to a surrogate mother where you are, or your partner is, one of the child's
biological parents, and you expect to obtain a parental order giving you and your partner legal responsibility for the
child.

      2.2     Paternity leave is available where a child is placed with you for adoption by an adoption agency, if you
have been continuously employed by us for at least 26 weeks ending with the week in which the agency notifies
you that you have been matched with a child.

      2.3     In adoption or surrogacy cases you may be entitled to take adoption leave instead (see our Adoption
Policy). However, adoption leave may only be taken by one parent. Paternity leave is available to the other parent
(of either sex).

3   Taking paternity leave:

      3.1     Paternity leave is a period of one or two weeks' consecutive leave taken when a child is born or placed
with you for adoption. You can start your leave on the date of birth or placement, or later, provided it is taken
within eight weeks (56 days) of the birth or placement. (If the baby is premature the period ends eight weeks after
the start of the Expected Week of Childbirth.)

     3.2     To take paternity leave you must give us written notice by the end of the 15th week before the Expected
Week of Childbirth (or no more than seven days after the adoption agency notified you of being matched with a
child), or as soon as you reasonably can, stating:

              3.1.1    the Expected Week of Childbirth;

              3.1.2    whether you intend to take one week or two weeks' leave; and

              3.1.3    when you would like your leave to start.

   



      3.2     You can change the intended start date by giving us 28 days' notice or, if this is not possible, as much
notice as you can.

4    Paternity pay:

      4.1     Statutory paternity pay (SPP) is payable during paternity leave provided you have at least 26 weeks'
continuous employment ending with the Qualifying Week (the 15th week before the Expected Week of Childbirth or
the week in which the adoption agency notified you of a match) and your average earnings are not less than the
lower earnings limit set by the government each tax year. The rate of SPP is set by the government each tax year.

5    During paternity leave:

      5.1     All the usual terms and conditions of your employment remain in force during paternity leave, except for
the terms relating to pay.

      5.2     Holiday entitlement will continue to accrue during paternity leave. If your paternity leave continues into
the next holiday year, any remaining holiday that cannot reasonably be taken before your paternity leave can be
carried over to the next holiday year and must be taken immediately before returning to work unless your manager
agrees otherwise. Carry over of more than one week is at your manager's discretion.

      5.3    If you are a member of our pension scheme, we will make employer pension contributions during paternity
leave, based on your normal salary, in accordance with the scheme rules. Any employee contributions you make
will be based on the amount of any paternity pay you are receiving, unless you inform your line manager that you
wish to make up any shortfall.



                                     15.  SHARED PARENTAL LEAVE (BIRTH) POLICY

1    About this policy:

      1.1     This policy outlines the arrangements for shared parental leave and pay in relation to the birth of a child. If
you are adopting a child please see the Shared Parental Leave (Adoption) Policy instead.

      1.2     This policy applies to employees. It does not apply to agency workers or self-employed contractors.

      1.3     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Frequently used terms:

      2.1     The definitions in this paragraph apply in this policy.
 

             

3   What is shared parental leave:

      3.1     Shared parental leave (SPL) is a form of leave that may be available if your child is expected to be born on
or after 5 April 2015.

      3.2     It gives you and your partner more flexibility in how to share the care of your child in the first year after
birth than simply taking maternity and paternity leave. Assuming you are both eligible, you will be able to choose
how to split the available leave between you, and can decide to be off work at the same time or at different times.
You may be able to take leave in more than one block.

4   Entitlement to SPL:

       4.1     You are entitled to SPL in relation to the birth of a child if:

                 4.1.1you are the child's mother, and share the main responsibility for the care of the child with the child's
father or with your partner;

Expected week of childbirth (EWC) the week, beginning on a Sunday, in which the
doctor or midwife expects your child to be born.

Parent 

One of two people who will share the main
responsibility for the child's upbringing (and who
may be either the mother, the father, or the mother's
partner if not the father).

Partner

your spouse, civil partner or someone living with you
in an enduring family relationship, but not your
sibling, child, parent, grandparent, grandchild, aunt,
uncle, niece or nephew.

Qualifying week the fifteenth week before the EWC.
  



                 4.1.2     you are the child's father and share the main responsibility for the care of the child with the child's
mother; or

                 4.1.3     you are the mother's partner and share the main responsibility for the care of the child with the
mother (where the child's father does not share the main responsibility with the mother).

       4.2     The following conditions must also be fulfilled:

                 4.2.1    you must have at least 26 weeks continuous employment with us by the end of the Qualifying
Week, and still be employed by us in the week before the leave is to be taken;

                 4.2.2    the other parent must have worked (in an employed or self-employed capacity) in at least 26 of
the 66 weeks before the EWC and had average weekly earnings of at least £30 during 13 of those weeks; and

                 4.2.3    you and the other parent must give the necessary statutory notices and declarations as
summarized below, including notice to end any maternity leave, statutory maternity pay (SMP) or maternity
allowance (MA) periods.

         4.3     The total amount of SPL available is 52 weeks, less the weeks spent by the child's mother on maternity
leave (or the weeks in which the mother has been in receipt of SMP or MA if she is not entitled to maternity leave).

        4.4     If you are the mother you cannot start SPL until after the compulsory maternity leave period, which lasts
until two weeks after birth.

        4.5     If you are the child's father or the mother's partner, you should consider using your two weeks' paternity
leave before taking SPL. Once you start SPL you will lose any untaken paternity leave entitlement. SPL entitlement
is additional to your paternity leave entitlement.

5   Opting in to shared parental leave and pay:

     1.1     Not less than eight weeks before the date you intend your SPL to start, you must give us a written opt-in
notice giving:

               5.1.1    your name and the name of the other parent;

               5.1.2    if you are the child's mother, the start and end dates of your maternity leave;

               5.1.3    if you are the child's father or the mother's partner, the start and end dates of the mother's
maternity leave, or if she is not entitled to maternity leave, the start and end dates of any SMP or MA period;

               5.1.4    the total SPL available, which is 52 weeks minus the number of weeks' maternity leave, SMP or MA
period taken or to be taken;

                5.1.5    how many weeks of the available SPL will be allocated to you and how many to the other parent
(you can change the allocation by giving us a further written notice, and you do not have to use your full
allocation);

                 5.1.6    if you are claiming statutory shared parental pay (ShPP), the total ShPP available, which is 39
weeks minus the number of weeks of the SMP or MA period taken or to be taken);

                 5.1.7    how many weeks of available ShPP will be allocated to you and how much to the other parent.
(You can change the allocation by giving us a further written notice, and you do not have to use your full
allocation);



                5.1.8    if you are claiming statutory shared parental pay (ShPP), the total ShPP available, which is 39
weeks minus the number of weeks of the SMP or MA period taken or to be taken);

                5.1.9    how many weeks of available ShPP will be allocated to you and how much to the other parent.
(You can change the allocation by giving us a further written notice, and you do not have to use your full
allocation);

6   Ending your maternity leave:
    
      6.1     If you are the child's mother and want to opt into the SPL scheme, you must give us at least eight weeks'
written notice to end your maternity leave (a curtailment notice) before you can take SPL. The notice must state
the date your maternity leave will end. You can give the notice before or after you give birth, but you cannot end
your maternity leave until at least two weeks after birth.

     6.2     You must also give us, at the same time as the curtailment notice, a notice to opt into the SPL scheme
(see paragraph 5) or a written declaration that the other parent has given their employer an opt-in notice and that
you have given the necessary declarations in that notice.

     6.3     The other parent may be eligible to take SPL from their employer before your maternity leave ends,
provided you have given the curtailment notice.

     6.4     The curtailment notice is binding and cannot usually be revoked. You can only revoke a curtailment notice
if maternity leave has not yet ended and one of the following applies:

                6.4.1     if you realise that neither you nor the other parent are in fact eligible for SPL or ShPP, in which
case you can revoke the curtailment notice in writing up to eight weeks after it was given;

                6.4.2     if you gave the curtailment notice before giving birth, you can revoke it in writing up to eight
weeks after it was given, or up to six weeks after birth, whichever is later; or

                6.4.3     if the other parent has died.

      6.5     Once you have revoked a curtailment notice you will be unable to opt back into the SPL scheme, unless
paragraph 6.4.2 applies.

7   Ending your Partner's maternity leave or pay:

       7.1     If you are not the mother, but the mother is still on maternity leave or claiming SMP or MA, you will only be
able to take SPL once she has either:

                7.1.1    returned to work;

                7.1.2    given her employer a curtailment notice to end her maternity leave;

                7.1.3    given her employer a curtailment notice to end her SMP (if she is entitled to SMP but not maternity
leave); or

                7.1.4    given the benefits office a curtailment notice to end her MA (if she is not entitled to maternity
leave or SMP).

8   Booking your SPL dates:

       8.1     Having opted into the SPL system, you must book your leave by giving us a period of leave notice. This
may be given at the same time as the opt-in notice or later, provided it is at least eight weeks before the start of
SPL



         8.1     The period of leave notice can either give the dates you want to take leave or, if the child has not been
born yet, it can state the number of days after birth that you want the leave to start and end. This may be
particularly useful if you intend to take paternity leave starting on the date of birth and wish to take SPL straight
afterwards.

         8.2     Leave must be taken in blocks of at least one week.

         8.3     If your period of leave notice gives a single continuous block of SPL you will be entitled to take the
leave set out in the notice.

         8.4     If your period of leave notice requests split periods of SPL, with periods of work in between, we will
consider your request as set out in paragraph 9, below.

         8.5     You can give up to three period of leave notices. This may enable you to take up to three separate
blocks of SPL (although if you give a notice to vary or cancel a period of leave this will in most cases count as a
further period of leave notice; see paragraph 10).

9   Procedure for requesting split period of SPL:
     
       9.1     In general, a period of leave notice should set out a single continuous block of leave. We may be willing to
consider a period of leave notice where the SPL is split into shorter periods with periods of work in between. It is
best to discuss this with your manager and HR in good time before formally submitting your period of leave notice.
This will give us more time to consider the request and hopefully agree a pattern of leave with you from the start.

      9.2     If you want to request split periods of SPL, you must set out the requested pattern of leave in your period
of leave notice. We will either agree to the request or start a two-week discussion period. At the end of that period,
we will confirm any agreed arrangements in writing. If we have not reached agreement, you will be entitled to take
the full amount of requested SPL as one continuous block, starting on the start date given in your notice (for
example, if you requested three separate periods of four weeks each, they will be combined into one 12-week
period of leave). Alternatively, you may:

                 9.1.1     choose a new start date (which must be at least eight weeks after your original period of leave
notice was given), and tell us within five days of the end of the two-week discussion period; or

                 9.1.2     withdraw your period of leave notice within two days of the end of the two-week discussion
period (in which case the notice will not be counted and you may submit a new one if you choose).

10   Changing your dates or cancelling your PSL:

        10.1     You can cancel a period of leave by notifying us in writing at least eight weeks before the start date in
the period of leave notice.

        10.2     You can change the start date for a period of leave by notifying us in writing at least eight weeks
before the original start date or the new start date, whichever is earlier.

        10.3     You can change the end date for a period of leave by notifying us in writing at least eight weeks before
the original end date or the new end date, whichever is earlier.

        10.4     You can combine discontinuous periods of leave into a single continuous period of leave. Since this will
involve a change to the start date or end date of a period of leave, see paragraph 10.2 and paragraph 10.3 above
which set out how much notice is required.

         10.5     You can request that a continuous period of leave be split into two or more discontinuous periods of
leave, with periods of work in between. Since this will involve a change to the start date or end date, see paragraph
10.2 and paragraph 10.3 above which set out how much notice is required for the request. We do not have to grant
your request but will consider it as set out in paragraph 9.



        10.6     A notice to change or cancel a period of leave will count as one of your three period of leave notices,
unless:

                    10.6.1     it is a result of your child being born earlier or later than the EWC;

                    10.6.2     you are cancelling a request for discontinuous leave within two days of the end of the two-
week discussion period under paragraph 9.2.

                    10.6.3     it is at our request; or

                    10.6.4     we agree otherwise.

11   Premature birth:
     
       11.1     Where the child is born early (before the beginning of the EWC), you may be able to start SPL in the eight
weeks following birth even though you cannot give eight weeks notice. The following rules apply:

                  11.1.1    If you have given a period of leave notice to start SPL on a set date in the eight weeks following
the EWC, but your child is born early, you can move the SPL start date forward by the same number of days,
provided you notify us in writing of the change as soon as you can. (If your period of leave notice already contained
a start date which was a set number of days after birth, rather than a set date, then no notice of change is
necessary.)

                   11.1.2    If your child is born more than eight weeks early and you want to take SPL in the eight weeks
following birth, please submit your opt-in notice and your period of leave notice as soon as you can.

12   Shared parental pay:

        12.1     You may be able to claim Statutory Shared Parental Pay (ShPP) of up to 39 weeks (less any weeks of
SMP or MA claimed by you or your partner) if you have at least 26 weeks' continuous employment with us at the
end of the Qualifying Week and your average earnings are not less than the lower earnings limit set by the
government each tax year. ShPP is paid by employers at a rate set by the government each year.

        12.2     You should tell us in your period of leave notice(s) whether you intend to claim ShPP during your leave
(and if applicable, for what period). If it is not in your period of leave notice you can tell us in writing, at least eight
weeks before you want ShPP to start.

13   Other terms during shared paternal leave:

        13.1      Your terms and conditions of employment remain in force during SPL, except for the terms relating to
pay.

       13.2     Holiday entitlement will continue to accrue at the rate provided under your contract. If your SPL will
continue into the next holiday year, any holiday entitlement that cannot reasonably be taken before starting your
leave can be carried over and must be taken immediately before returning to work.. Please discuss your holiday
plans with your manager in good time before starting SPL. All holiday dates are subject to approval by your
manager.

       13.3     If you are a member of the pension scheme, we will make employer pension contributions during any
period of paid SPL, based on your normal salary, in accordance with the pension scheme rules. Any employee
contributions you make will be based on the amount of any shared parental pay you are receiving, unless you
inform your line manager that you wish to make up any shortfall.



14   Keeping in touch:
     
       14.1     We may make reasonable contact with you from time to time during your SPL although we will keep this
to a minimum. This may include contacting you to discuss arrangements for your return to work.

       14.2     You may ask or be asked to work (including attending training) on up to 20 "keeping-in-touch" days
(KIT days) during your SPL. This is in addition to any KIT days that you may have taken during maternity leave. KIT
days are not compulsory and must be discussed and agreed with your line manager.

       14.3     You will be paid at your normal basic rate of pay for time spent working on a KIT day and this will be
inclusive of any shared parental pay entitlement. 

15   Returning to work:

        15.1     If you want to end a period of SPL early, you must give us eight weeks' written notice of the new return
date. If have already given us three period of leave notices you will not be able to end your SPL early without our
agreement.

         15.2    If you want to extend your SPL, assuming you still have unused SPL entitlement remaining, you must
give us a written period of leave notice at least eight weeks before the date you were due to return to work. If you
have already given us three period of leave notices you will not be able to extend your SPL without our agreement.
You may instead be able to request annual leave or ordinary parental leave (see our Parental Leave Policy), subject
to the needs of the business.

        15.3     You are normally entitled to return to work in the position you held before starting SPL, and on the
same terms of employment. However, if it is not reasonably practicable for us to allow you to return into the same
position, we may give you another suitable and appropriate job on terms and conditions that are not less
favourable, but only in the following circumstances:

                     15.3.1     if your SPL and any maternity or paternity leave you have taken adds up to more than 26
weeks in total (whether or not taken consecutively); or

                      15.3.2    if you took SPL consecutively with more than four weeks of ordinary parental leave.

        15.4       If you want to change your hours or other working arrangements on return from SPL you should make
a request under our Flexible Working Policy. It is helpful if such requests are made as early as possible.

        15.5 If you decide you do not want to return to work you should give notice of resignation in accordance with
your contract. 



                                 16.  SHARED PATERNAL LEAVE (ADOPTION) POLICY

1    About this policy:

        1.1     This policy outlines the arrangements for shared parental leave and pay in relation to the adoption of a
child. If you or your partner are pregnant or have given birth please see the Shared Parental Leave (Birth) Policy
instead.

        1.2     This policy applies to employees. It does not apply to agency workers or self-employed contractors.

        1.3     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Frequently used terms:

       2.1     The definitions in this paragraph apply in this policy

3   What is shared parental leave?

      3.1     Shared parental leave (SPL) is a form of leave that may be available where a child is placed with you
and/or your partner for adoption on or after 5 April 2015.

      3.2     It gives you and your partner more flexibility in how to share the care of your child in the first year after
birth than simply taking maternity and paternity leave. Assuming you are both eligible, you will be able to choose
how to split the available leave between you, and can decide to be off work at the same time or at different times.
You may be able to take leave in more than one block.

4   Entitlement:
 
       4.1     You may be entitled to SPL if an adoption agency has placed a child with you and/or your partner for
adoption, or where a child is placed with you and/or your partner as foster parents under a "fostering for adoption"
or "concurrent planning" scheme. You must intend to share the main responsibility for the care of the child with
your partner.

      4.2     The following conditions must be fulfilled:

                4.2.1     you must have at least 26 weeks continuous employment with us by the end of the Qualifying
Week, and still be employed by us in the week before the leave is to be taken;

                4.2.2     your partner must have worked (in an employed or self-employed capacity) in at least 26 of the
66 weeks before the Qualifying Week and had average weekly earnings of at least £30 during 13 of those weeks;
and
          

Partner

your spouse, civil partner or someone living with
you in an enduring family relationship at the time
the child is placed for adoption, but not your
sibling, child, parent, grandparent, grandchild,
aunt, uncle, niece or nephew

Qualifying week
the week the adoption agency notifies you that
you have been matched with a child for adoption.
  



                   4.2.3      you and your partner must give the necessary statutory notices and declarations as summarised
below, including notice to end adoption leave or statutory adoption pay (SAP).

       4.3    Either you or your partner must qualify for statutory adoption leave and/or SAP and must take at least
two weeks of adoption leave and/or pay.

       4.4    If your partner is taking adoption leave and/or claiming SAP, you may be entitled to two weeks' paternity
leave and pay (see our Paternity Leave Policy). You should consider using this before taking SPL. Paternity leave is
additional to any SPL entitlement you may have, but you will lose any untaken paternity leave entitlement once you
start a period of SPL.

       4.5    The total amount of SPL available is 52 weeks, less the weeks of adoption leave taken by either you or
partner (or the weeks in which your partner has been in receipt of SAP if they were not entitled to adoption leave).

5   Opting in to shared parental leave and pay:
     
       5.1     Not less than eight weeks before the date you intend your SPL to start, you must give us a written opt-in
notice which includes:

                 5.1.1     your name and your partner's name;

                 5.1.2     if you are taking adoption leave, your adoption leave start and end dates;

                 5.1.3     if you are not taking adoption leave, your partner's adoption leave start and end dates, or if your
partner is not entitled to adoption leave, the start and end dates of their SAP;

                 5.1.4     the total SPL available, which is 52 weeks minus the number of weeks' adoption leave or SAP
taken or to be taken by you or your partner;

                 5.1.5     how many weeks of the available SPL will be allocated to you and how many to your partner (you
can change the allocation by giving us a further written notice, and you do not have to use your full allocation);

                 5.1.6     if you are claiming statutory shared parental pay (ShPP), the total ShPP available, which is 39
weeks minus the number of weeks of SAP taken or to be taken);

                  5.1.7    how many weeks of the available ShPP will be allocated to you and how many to your partner
(you can change the allocation by giving us a further written notice, and you do not have to use your full
allocation);

                   5.1.8    an indication of the pattern of leave you are thinking of taking, including suggested start and end
dates for each period of leave (see paragraph 8 and paragraph 10 for information on taking leave). This indication
will not be binding at this stage, but please give as much information as you can about your future intentions; and

                   5.1.9    declarations by you and your partner that you both meet the statutory conditions to enable you
to take SPL and ShPP.

6   Ending your adoption leave:

        6.1     If you are taking or intend to take adoption leave and want to opt into the SPL scheme, you must give us
at least eight weeks' written notice to end your adoption leave (a curtailment notice). The notice must state the
date your adoption leave will end. You can give the notice before or after adoption leave starts, but you must take
at least two weeks' adoption leave.

       6.2     You must also give us, at the same time as the curtailment notice, a notice to opt into the SPL scheme
(see paragraph 5) or a written declaration that your partner has given their employer an opt-in notice and that you
have given the necessary declarations in that notice.



        6.3     If your partner is eligible to take SPL from their employer they cannot start it until you have given us your
curtailment notice.

        6.4     The curtailment notice is binding on you and cannot usually be revoked. You can only revoke a
curtailment notice if your adoption leave has not yet ended and one of the following applies:

                    6.4.1     if you realise that neither you nor your partner are in fact eligible for SPL or ShPP, in which case
you can revoke the curtailment notice in writing up to eight weeks after it was given;

                    6.4.2 if your partner has died.

        6.5 Once you have revoked a curtailment notice you will be unable to opt back in to the SPL scheme.

7    Ending your partner's adoption leave:

        7.1     If your partner is taking adoption leave or claiming SAP from their employer, you will only be able to take
SPL once your partner has either:

                 7.1.1 returned to work;

                 7.1.2 given their employer a curtailment notice to end adoption leave; or

                 7.1.3 given their employer a curtailment notice to end SAP (if they are entitled to SAP but not adoption
leave).

8   Booking your SPL dates  :
     
      8.1    Having opted into the SPL system, you must book your leave by giving us a period of leave notice. This
may be given at the same time as the opt-in notice or later, provided it is at least eight weeks before the start of
SPL.

      8.2    The period of leave notice can either give the dates you want to take SPL or, if the child has not been
placed with you yet, it can state the number of days after the placement that you want the SPL to start and end.
This may be particularly useful if you intend to take paternity leave starting on the date of placement and wish to
take SPL straight afterwards.

      8.3     Leave must be taken in blocks of at least one week.

      8.4     If your period of leave notice gives dates for a single continuous block of SPL you will be entitled to take
the leave set out in the notice.

      8.5      If your period of leave notice requests split periods of SPL, with periods of work in between, we will
consider your request as set out in paragraph 10, below.

      8.6      You can give up to three period of leave notices. This may enable you to take up to three separate
blocks of SPL (although if you give a notice to vary or cancel a period of leave this will in most cases count as a
further period of leave notice; see paragraph 10).

9   Procedure for requesting split periods of SPL:

       9.1     In general, a period of leave notice should set out a single continuous block of leave. We may be willing to
consider a period of leave notice where the SPL is split into shorter periods with periods of work in between. It is
best to discuss this with your manager and HR in good time before formally submitting your period of leave notice.
This will give us more time to consider the request and hopefully agree a pattern of leave with you from the start.



        9.2     If you want to request split periods of SPL, you must set out the requested pattern of leave in your period
of leave notice. We will either agree to the request or start a two-week discussion period. At the end of that period,
we will confirm any agreed arrangements in writing. If we have not reached agreement, you will be entitled to take
the full amount of requested SPL as one continuous block, starting on the start date given in your notice (for
example, if you requested three separate periods of four weeks each, they will be combined into one 12-week
period of leave). Alternatively, you may:

                    9.2.1     choose a new start date (which must be at least eight weeks after your original period of leave
notice was given), and tell us within five days of the end of the two-week discussion period; or

                    9.2.2     withdraw your period of leave notice within two days of the end of the two-week discussion
period (in which case it will not be counted and you may submit a new one if you choose).

10    Changing the dates or cancelling your SPL:

          10.1     You can cancel a period of leave by notifying us in writing at least eight weeks before the start date in
the period of leave notice.

           10.2     You can change the start date for a period of leave by notifying us in writing at least eight weeks
before the original start date or the new start date, whichever is earlier.

           10.3      You can change the end date for a period of leave by notifying us in writing at least eight weeks
before the original end date or the new end date, whichever is earlier.

            10.4     You can combine discontinuous periods of leave into a single continuous period of leave. Since this
will involve a change to the start date or end date of a period of leave, see paragraph 10.2 and paragraph 10.3
above which set out how much notice is required.

            10.5      You can request that a continuous period of leave be split into two or more discontinuous periods of
leave, with periods of work in between. Since this will involve a change to the start date or end date, see paragraph         
10.2 and paragraph 10.3 above which set out how much notice is required for the request. We do not have to grant
your request but will consider it as set out in paragraph 10.

                         10.6     A notice to change or cancel a period of leave will count as one of your three period of leave
notices, unless:

                         10.6.1   the variation is a result of the child being placed with you earlier or later than the expected
placement date;

                         10.6.2   you are cancelling a request for discontinuous leave within two days of the end of the two-
week discussion period under paragraph 9.2.

                         10.6.3    the variation is at our request; or

                         10.6.4    we agree otherwise.

11    Shared parental pay:

         11.1     You may be able to claim Statutory Shared Parental Pay (ShPP) of up to 39 weeks (less any weeks of
SAP claimed by you or your partner) provided you have at least 26 weeks' continuous employment with us at the
end of the Qualifying Week and your average earnings are not less than the lower earnings limit set by the
government each tax year. ShPP is paid at a rate set by the government each year.

        11.2      You should tell us in your period of leave notice(s) whether you intend to claim ShPP during your leave
(and if applicable, for what period). If it is not in your period of leave notice you can tell us in writing, at least eight
weeks before you want ShPP to start.



12    Other terms during shared parental leave:   
  
         12.1     Your terms and conditions of employment remain in force during SPL, except for the terms relating to
pay.

         12.2     Holiday entitlement will continue to accrue at the rate provided under your contract. If your SPL will
continue into the next holiday year, any holiday entitlement that cannot reasonably be taken before starting your
leave can be carried over and must be taken immediately before returning to work unless your manager agrees
otherwise. Please discuss your holiday plans with your manager in good time before starting SPL. All holiday dates
are subject to approval by your manager.

       12.3     If you are a member of the pension scheme, we will make employer pension contributions during any
period of paid SPL, based on your normal salary, in accordance with the pension scheme rules. Any employee
contributions you make will be based on the amount of any shared parental pay you are receiving, unless you
inform your line manager that you wish to make up any shortfall.

13    Keeping in touch:

          13.1    We may make reasonable contact with you from time to time during your SPL although we will keep
this to a minimum. This may include contacting you to discuss arrangements for your return to work.

          13.2    You may ask or be asked to work (including attending training) on up to 20 "keeping-in-touch" days
(KIT days) during your SPL. This is in addition to any KIT days that you may have taken during adoption leave. KIT
days are not compulsory and must be discussed and agreed with your line manager.

          13.3    You will be paid at your normal basic rate of pay for time spent working on a KIT day and this will be
inclusive of any shared parental pay entitlement. 

14    Returning to work:

         14.1     If you want to end a period of SPL early, you must give us eight weeks' written notice of the new
return date. If you have already given us three period of leave notices you will not be able to end your SPL early
without our agreement.

         14.2     If you want to extend your SPL, assuming you still have unused SPL entitlement remaining, you must
give us a written notice at least eight weeks before the date you were due to return to work. If you have already
given us three period of leave notices you will not be able to extend your SPL without our agreement. You may
instead be able to request annual leave or ordinary parental leave (see our Parental Leave Policy), subject to the
needs of our business.

          14.3     You are normally entitled to return to work in the position you held before starting SPL, and on the
same terms of employment. However, if it is not reasonably practicable for us to allow you to return into the same
position, we may give you another suitable and appropriate job on terms and conditions that are not less
favourable, but only in the following circumstances:

                      14.3.1     if your SPL and any adoption or paternity leave you have taken adds up to more than 26
weeks in total (whether or not taken consecutively); or

                      14.3.2    if you took SPL consecutively with more than four weeks of ordinary parental leave.

           14.4     If you want to change your hours or other working arrangements on return from SPL you should
make a request under our Flexible Working Policy. It is helpful if such requests are made as early as possible.

           14.5     If you decide you do not want to return to work you should give notice of resignation in accordance
with your contract. 



                                                      17.  PARENTAL LEAVE POLICY

1    About this policy:

      1.1    This policy summarises the statutory right of employees with at least one year's continuous service to take
up to 18 weeks' unpaid parental leave in respect of each child.

      1.2    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Entitlement to parental leave

       2.1     To be eligible for parental leave, you must:

                 2.1.1    have at least one year's continuous employment with us;

                 2.1.2    have or expect to have responsibility for a child; and

                 2.1.3    be taking the leave to spend time with or otherwise care for the child.

       2.2     You have responsibility for a child if you are the biological or adoptive parent or have legal parental
responsibility in some other way, for example under a court order.

       2.3     Eligible employees are entitled to take up to 18 weeks' parental leave in relation to each child.

       2.4     You must tell us of any parental leave you have taken while working for another employer as this counts
towards your 18-week entitlement.

3   Taking parental leave:

      3.1     In most cases, parental leave can only be taken in blocks of a week or a whole number of weeks, and you
may not take more than four weeks' parental leave a year in relation to each child. Parental leave can be taken up
to the child's 18th birthday.

      3.2     Special rules apply where your child is disabled, which for these purposes means entitled to a disability
living allowance, armed forces independence allowance or personal independence payment. You can take parental
leave in respect of that child in blocks of less than one week. However, there is still a limit of 4 weeks a year for
each child and 18 weeks in total for each child.

4   Notification requirements:

      4.1     You must notify your line manager of your intention to take parental leave at least 21 days in advance. It
would be helpful if you can give this notice in writing. Your notification should include the start and end dates of
the requested period of leave.

      4.2     If you wish to start parental leave immediately on the birth of a child, you must give notice at least 21
days before the expected week of childbirth.

      4.3     If you wish to start parental leave immediately on having a child placed with you for adoption, you should
give notice at least 21 days before the expected week of placement, or if this is not possible, give as much notice
as you can.

               



5    Evidence of entitlement:

       5.1     We may ask to see evidence of:

                5.1.1     your responsibility or expected responsibility for the child such as birth certificate, adoption or
matching certificate, parental responsibility agreement or court order.

                 5.1.2    the child's date of birth or date of adoption placement.

6    Our rights to postpone parental leave:

       6.1    Although we will try to accommodate your request for parental leave, we may postpone your requested
leave where it would unduly disrupt our business (for example, if it would leave us short-staffed or unable to
complete work on time).

       6.2    We will discuss alternative dates with you, and notify you in writing of the reason for postponement and
the new start and end dates, within seven days of receiving your request for parental leave.

       6.3    We cannot postpone parental leave if you have requested it to start immediately on the birth or adoption
of a child.

       6.4    We cannot postpone parental leave for more than six months, or beyond the child's 18th birthday (if
sooner).

7   Terms and conditions during parental leave:

     7.1     Parental leave is unpaid. 

     7.2     our employment contract will remain in force, and holiday entitlement will continue to accrue. You will
remain bound by your duties of good faith and confidentiality, and any contractual restrictions on accepting gifts
and benefits, or working for another business.

               



                                            18.  TIME OFF FOR DEPENDANTS POLICY

1    About this policy:

      1.1     The law recognises that there may be occasions when you need to take time off work to deal with
unexpected events involving one of your dependants.

      1.2     This time off for dependants policy gives all employees the right to take a reasonable amount of unpaid
time off work to deal with certain situations affecting their dependants.

      1.3     No-one who takes time off in accordance with this policy will be subjected to any detriment.

      1.4     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Reasonable unpaid time off:

       2.1      You have a right to take a reasonable amount of unpaid time off work when it is necessary to:

                   2.1.1     provide assistance when a dependant falls ill, gives birth, is injured or assaulted;

                   2.1.2    make longer-term care arrangements for a dependant who is ill or injured;

                   2.1.3    take action required in consequence of the death of a dependant;

                   2.1.4    deal with the unexpected disruption, termination or breakdown of arrangements for the care of a
dependant (such as a child-minder falling ill); and/or

                   2.1.5    deal with an unexpected incident involving your child while a school or another educational
establishment is responsible for them.

      2.2       A dependant for the purposes of this policy is:

                   2.2.1    your spouse, civil partner, parent or child;

                   2.2.2    a person who lives in the same household as you, but who is not your tenant, lodger, boarder or
employee; or

                   2.2.3    anyone else who reasonably relies on you to provide assistance, make arrangements or take
action of the kind referred to in paragraph 2.1.

      2.3      This policy applies to time off to take action which is necessary because of an immediate or unexpected
crisis. This policy does not apply where you need to take planned time off or provide longer-term care for a
dependant. If this is the case, you should take advice from your line manager

      2.4     Whether action is considered necessary will depend on the circumstances, including nature of the
problem, the closeness of the relationship between you and the dependant, and whether anyone else is available
to assist. Action is unlikely to be considered necessary if you knew of a problem in advance but did not try to make
alternative care arrangements.

      2.5     Reasonable time off in relation to a particular problem will not normally be more than one day. However,
we will always consider each set of circumstances on their facts.

               



3    Exercising the right to time off:

      3.1     You will only be entitled to time off under this policy if, as soon as is reasonably practicable, you tell your
line manager:

                 3.1.1    the reason for your absence; and

                 3.1.2    how long you expect to be away from work.

      3.2     If you fail to notify us as set out above, you may be subject to disciplinary proceedings under our
Disciplinary Procedure for taking unauthorised time off.

      3.3     We may in some cases ask you to provide evidence for your reasons for taking the time off, either in
advance or on your return to work. Suspected abuse of this policy will be dealt with as a disciplinary issue under
our Disciplinary Procedure.



                                            19.  COMPASSIONATE LEAVE POLICY

1    About this policy:

      1.1    Compassionate leave is designed to help you deal with traumatic personal circumstances such as the
death of a close relative or where a close relative has a life-threatening illness or injury.

      1.2    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    When compassionate leave may be available:

       2.1    You may take unpaid compassionate leave of up to 2 days in any 12-month period where a close relative
has died, is critically ill with a life-threatening illness, or has suffered a life-threatening injury.

       2.2    In the event of the death of a child, including a stillbirth, please see our Parental Bereavement Leave
Policy which applies instead of this policy. 

       2.3    We will consider requests for compassionate leave due to other traumatic events or difficult personal
circumstances on a case by case basis.

       2.4    If you are still unable to return to work following compassionate leave you should contact your line
manager. We may at our discretion grant you further unpaid compassionate leave in those circumstances.
Alternatively, you may be able to take a period of annual leave, subject to your manager's approval.

3    Requesting compassionate leave:

        3.1     We recognise that it may not always be possible to request compassionate leave in advance. However,
where it is possible, you should make a request to your line manager. You should tell them the reasons for your
request and the number of days leave you would like to take.

        3.2     Where it is not possible to request leave in advance you should contact your line manager as soon as
possible to tell them the reason for your absence and the number of days you expect to be absent. Someone can
do this on your behalf if necessary.
 

               



                                  20.  PARENTAL BEREAVEMENT LEAVE POLICY

1    About this policy:

       1.1    This policy sets out the arrangements for parental bereavement leave, which is a type of compassionate
leave intended to help employees deal with the death of a child or a stillbirth after at least 24 weeks of pregnancy.

       1.2    For compassionate leave in other circumstances, please see our Compassionate Leave Policy.

       1.3    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Entitlement to parental bereavement leave:

       2.1 Parental bereavement leave can be one week, two consecutive weeks, or two separate weeks. It can be
taken at any time during the first 56 weeks after the child's death.

3    Parental bereavement pay:

        3.1     You may qualify for statutory parental bereavement pay (SPBP) during parental bereavement leave if:

                  3.1.1 you have at least 26 weeks' continuous employment ending on the Saturday before the child died;
and

                  3.1.2 you earn at least the lower earnings limit for class 1 national insurance contributions.

        3.2     SPBP is only payable in respect of whole weeks of leave, at the same rate as statutory paternity pay.
The rate is set by the government each tax year.

4    Leave in the first eight weeks:

        4.1     In the first eight weeks after a child has died, there is no need to give advance notice to take parental
bereavement leave. Please notify your line manager as soon as you can on the day you want your leave to start,
preferably before the time you would normally start work, where possible. Someone can do this on your behalf if
necessary.

        4.2     If you have already started work, then your parental bereavement leave period will start on the following
day. We would usually allow you to take the rest of the day off as compassionate leave.

        4.3     You can cancel any planned parental bereavement leave in the first eight weeks by telling us at any time
before the leave starts, and no later than the time you would normally start work on the first day of the leave
period. You cannot cancel leave once it has started.

5    Leave after more than eight weeks:

        5.1    To take parental bereavement leave more than eight weeks after the child has died, please give your line
manager at least a week's written notice.

        5.2    Parental bereavement leave can be cancelled with a week's written notice, and can be re-booked by
giving a week's written notice.

               



6    Written confirmation:
      
       6.1    We will ask you to confirm the following information in writing within 28 days of starting any period of
parental bereavement leave:

               6.1.1     your name;

               6.1.2    the date the child died or was stillborn;

               6.1.3    the dates of paid or unpaid parental bereavement leave taken; and

               6.1.4    your relationship to the child.
   



                                  21.  TIME OFF FOR PUBLIC DUTIES POLICY

1    About this policy:

       1.1     We wish to enable employees to perform any public duties that they may be committed to undertake and
so will give them time off to do so where it does not conflict with the operational needs of our business. 

      1.2     This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2    Jury service:

       2.1    You should tell your line manager as soon as you are summoned for jury service and provide a copy of
your summons if requested.

       2.2    Depending on the demands of our business we may request that you apply to be excused from or defer
your jury service.

       2.3    We are not required by law to pay you while you are absent on jury service. You will be advised at court
of the expenses and loss of earnings that you can claim. 

3    Voluntary public duties:

       3.1    Employees are entitled to a reasonable amount of unpaid time off work to carry out certain public duties,
including duties as a tribunal member, magistrate, local councillor, member of an NHS Trust, prison visitor, police
station lay visitor or school governor.

       3.2    If you are unsure whether a public service that you perform is covered by this policy you should speak to
your line manager.

       3.3    As soon as you are aware that you will require time off for performance of a public service you should
notify your line manager in writing, providing full details of the time off that is being requested and the reasons for
your request. In order that arrangements can be made to cover your duties in your absence you should make your
request in good time.

       3.4    Each request for time off will be considered on its merits taking account of all the circumstances,
including how much time is reasonably required for the activity, how much time you have already taken, and how
your absence will affect the business.

4   Reserve forces duties:

       4.1     We are aware that employees who are members of the Reserve Forces (the Territorial Army, Royal Navy
Reserve, Royal Marines Reserve or Royal Auxiliary Air Force) may be called-up at any time to be deployed on full-
time operations, and are expected to attend regular training.

       4.2    We are under no obligation to offer leave (either paid or unpaid) for reservists to undertake training and
you should use existing holiday entitlement to meet training commitments. 

       4.3    If we receive notice that you have been called-up for active service we may apply to an adjudication
officer for the notice to be deferred or revoked if your absence would cause serious harm to our business (which
could not be prevented by the grant of financial assistance).

     



   4.4    Once your military service has ended you may submit a written application for reinstatement to your
employment. This should be made by the third Monday following the end of your military service and you should
notify us of the date on which you will be available to restart work.

      4.5     If it is not reasonable and practicable to reinstate you into your former employment we will offer you the
most favourable alternative on the most favourable terms and conditions which are reasonable and practicable.
 

               

               



                                 22.  ADVERSE WEATHER AND TRAVEL DISRUPTION POLICY

1    About this policy:

       1.1    This policy applies where it becomes impossible or dangerous for employees to travel in to work because
of:
               1.1.1    extreme adverse weather such as heavy snow;

               1.1.2    industrial action affecting transport networks; or

               1.1.3    major incidents affecting travel or public safety.

      1.2     On these occasions we recognise that a flexible approach to working arrangements may be necessary to
accommodate the difficulties employees face and to protect health and safety, while still keeping the business
running as effectively as possible.

       1.3     This policy applies to all employees. It does not apply to agency workers, consultants or self-employed
contractors.

       1.4     This policy does not form part of any employee's contract of employment and we may amend it at any
time.
 
2    Travelling to work:
     
       2.1     Employees should make a genuine effort to report for work at their normal time. This may include leaving
extra time for the journey and/or taking an alternative route. Travel on foot or by bicycle should be considered
where appropriate and safe.

       2.2     Employees who are unable to attend work on time or at all should telephone their line manager before
their normal start time on each affected day.

       2.3    Employees who are unable to attend work should check the situation throughout the day in case it
improves. Information may be available from local radio stations, the police, transport providers or the internet. If
conditions improve sufficiently, employees should report this to their line manager and attend work unless told
otherwise.

       2.4     Employees who do not make reasonable efforts to attend work or who fail to contact their manager
without good reason may be subject to disciplinary proceedings for misconduct. We will consider all the
circumstances including the distance they have to travel, local conditions in their area, the status of roads and/or
public transport, and the efforts made by other employees in similar circumstances.

3    Alternative working arrangements:

        3.1     Employees may be required to work from home, where possible, or from an alternative place of work, if
available. Line managers will advise them of any such requirement. Such employees will receive their normal pay.

        3.2     Employees who are able to work may sometimes be expected to carry out additional or varied duties
during such periods. However, employees should not be required to do anything they cannot do competently or
safely.

4   Late starts and early finnish:

       4.1     Employees who arrive at work late or who ask to leave early will usually be expected to make up any lost
time. Managers have the discretion to waive this requirement in minor cases, or (in the case of lateness) where
they are satisfied the employee has made a genuine attempt to arrive on time.

 



      4.2    Managers have the discretion to allow staff to leave early and should have regard to the needs of the
business and the employee's personal circumstances.

      4.3    Where half the normal working day or more is lost this will be treated as absence and dealt with as set out
below.

5    Absence and pay:
     
      5.1     Employees who are absent from work due to extreme weather or other travel disruptions are not entitled
to be paid for the time lost.

      5.2     Absence can be treated in a variety of ways. Employees should discuss their preference with their line
manager, who retains overall discretion in the matter. A number of options are set out below:

                5.2.1     Treating the absence as annual leave.

                5.2.2     Making up the lost hours within a reasonable time.

                5.2.3     Treating the absence as special unpaid leave.

      5.3     If, in exceptional circumstances, we decide to close the workplace, employees will be paid as if they had
worked their normal hours.

6    School closures and other childcare issues:

       6.1    Adverse weather sometimes leads to school or nursery closures or the unavailability of a nanny or
childminder.

       6.2    In cases such as these where childcare arrangements have been disrupted, employees may have a
statutory right to reasonable time off without pay.

 

               



                                                                        23.  COMPANY VAN

1    Company van:

       1.1     The word “van” refers to any Company vehicle including cars in this policy. 

      1.2     The Company may provide you with a van. The van must only be used:

                1.2.1    pursuant to the Company’s business;

                1.2.2    in the course of your duties unless authorised by a Line Manager;

                1.2.3 by a named driver and with the permission of the Company;

                1.2.4    subject to the restrictions and conditions as may be imposed by the Company from time to time. 

      1.3    Personal use of the Company van is not permitted.

      1.4    The Company van is not permitted to be used on callouts.

      1.5    The Company shall be responsible for payment of all reasonable standing and running costs of the van
including insurance (with the exception of any insurance excess (please see further details below)), tax, MOT,
maintenance and repair and shall bear the cost of fuel incurred during business purposes or shall reimburse staff
for the cost of fuel property incurred during business mileage at an agreed rate. 

      1.6    The Company shall replace the van at such time as decided by the Company from time to time. 

      1.7     You shall:

                1.7.1    Take good care of the van and ensure the provisions of any policy of insurance are observed;

                1.7.2    Be responsible for payment of all fines incurred for traffic offences and parking fines.

                1.7.3    Be responsible for the payment of any insurance excess when any accident or act(s) of negligence
by you result in an insurance claim;

                1.7.4    Be responsible for the cost of repair, when the cost of repair is less than the insurance excess, for
any accident or act(s) of negligence by you;

                1.7.5    Notify the Company of any accidents involving the van, whether or not during business;

                1.7.6    Check the van for any damage, mechanical problems or areas of worsening wear and tear. These
should be rectified as soon as possible. You should report damage so repairs can be booked. Otherwise, if the van
is returned with damage, you could be charged for end of contract damage;

                1.7.7    Immediately inform the Company if you are convicted or a driving offence or disqualified from
driving; and

                1.7.8    Return the van, its keys and all documents relating to it to the Company’s registered office or such
other place as the Company may reasonably stipulate immediately on the termination of employment however
arising or you becoming no longer legally entitled to drive

 



2    Security:

       2.1     At all times when leaving a Company van unattended, you must ensure that all windows are closed, the
ignition key is removed, and the van is securely locked. All contents should be stored out of site. Personal
possessions that are left in a Company van are left entirely at the owner’s own risk and the Company does not
accept any liability for loss, theft or damage of any such personal items.

      2.2     If a Company van is stolen the Company is required to prove to the insurers that there is no negligence
and, therefore, the Company will hold you responsible in the event of negligence on your part and may make
deductions from your pay where the Company suffers financial loss as a result of your negligence. You must report
any theft of a Company van to your Line Manager and the police immediately.

3   General:

      3.1    You expressly agree by signing this document, to the Company deducting any sums under this policy
resulting from any fines, insurance excess, damage or otherwise provided, from your salary or any outstanding
payments due to you. This is a contractual term. 

      3.2    The Company reserves the right to change its rules and procedures on Company vans at any time without
consultation.

      3.3    Failure to follow any of the rules contained in this policy may result in the Company withdrawing its use of
the van and may result in disciplinary action being taken.  Depending on the seriousness of the breach of these
rules, it may constitute gross misconduct rendering you liable to summary dismissal. The Company may also
consider taking other legal action against you.

Declaration:

      I have read and understood the Company’s policy on the use of Company Vans. I undertake not to use the
Company van for private purposes and understand that breaching this undertaking could lead to disciplinary
measures being taken against me in accordance with the Company’s Disciplinary Procedure. I undertake to comply
with my responsibilities set out in clause 1.7 of this policy and accept any failure or breach could lead to disciplinary
measures being taken against me in accordance with the Company’s Disciplinary Procedure.  I provide my express
consent and accept that, any payments due under this policy, may be deducted from my salary or any outstanding
sums due to me.  
              
Signed by employee:

Date: 



                                                           24.  HEALTH AND SAFETY POLICY

1    About this policy:
 
       1.1    This policy sets out our arrangements for ensuring we meet our health and safety obligations to staff and
anyone visiting our premises or affected by our work.

      1.2    The Managing Director has overall responsibility for health and safety and the operation of this policy.

      1.3    This policy does not form part of any employee's contract of employment and we may amend it at any
time. We will continue to review this policy to ensure it is achieving its aims.

2   Your Responsibilities:

      2.1    All staff share responsibility for achieving safe working conditions. You must take care of your own health
and safety and that of others, observe applicable safety rules and laws and follow instructions for the safe use of
equipment.

      2.2    You should report any health and safety concerns immediately to your line manager.

      2.3    You must co-operate with managers on health and safety matters, including the investigation of any
incident.

      2.4    Failure to comply with this policy may be treated as misconduct and dealt with under our Disciplinary
Procedure.

      2.5    Not interfere or misuse with any equipment, fixed guards or other protective measures that have been
provided to safeguard their health and safety.

      2.6    Take reasonable care of personal health and safety and those affected by their activities.

      2.7    To wear PPE when provided for the task they may be involved with. PPE must never be removed when
undertaking a working activity unless there are extenuating circumstances

      2.8    It is the responsibility of each employee to account for their whereabouts at all times in the event of any
emergency evacuation of the premises.

      2.9    Neither willingly or knowingly place the lives of others in danger through either a lack of H&S knowledge
or poor procedures. Employees must carry out safe working practices to ensure the safety of themselves, fellow
employees, other contractors, the public and our clients.

3   Information and consultation:

       3.1     We will inform and consult directly with all staff regarding health and safety matters.

4   Training:
 
       4.1    We will ensure that you are given adequate training and supervision to perform your work competently
and safely.

       4.2    Staff will be given a health and safety induction and provided with appropriate safety training, including
manual handling, control of substances hazardous to health (COSHH), working at height, gas safety, electrical
safety and the use of personal protective equipment (PPE).

               



5    Equipment:
 
       5.1    You must use equipment in accordance with any instructions given to you. Any equipment fault or damage
must immediately be reported to your line manager. Do not attempt to repair equipment unless trained to do so.

      5.2    The Company will ensure that all plant and equipment are subjected to regular maintenance checks as
detailed in the manufacturer’s guidance and in compliance with current HSE Legislation. The Company will also
ensure that plant and equipment conform to the Provision and Use of Work Equipment Regulations 1998 and that
all equipment is CE marked. The Company will also ensure that new plant and equipment meet the required health
and safety standards.

      5.3    Where equipment is used on a more than regular basis the Company shall consult with the manufacturer
to determine whether additional maintenance checks need to be put in place and also whether increased usage
equates to increased risk. Should this be the case the Company will consult with the manufacturer to determine
additional control measures that can be implemented.

      5.4    All equipment should be checked before use for obvious defects and the Manager will be responsible for
maintaining an effective equipment maintenance and repair process.

      5.5    The Manager will also be responsible for ensuring effective maintenance procedures are implemented in
accordance with the manufacturer.

      5.6    The Company will ensure that no employee operates any plant or equipment unless they have undergone
the required training, are deemed competent and are fully aware of the associated hazards, risks and control
measures.

      5.7    Employees will be made aware of their responsibilities in reporting any problems found with any plant or
equipment to their immediate supervisor and the company Manager as soon as found.
5.8 Any defects in plant, machinery, equipment or any hazardous situation must be reported to the relevant
manager or person responsible. If safe to do so such equipment must be rendered unusable or stored in such a
manner that it cannot be inadvertently used.

6   Maintenance and inspection:

      6.1    Maintenance and inspection arrangements are the responsibility of the QHSE Department supported by
nominated employees i.e. stores staff.

      6.2    Emergency lighting systems are tested regularly and every twelve months by approved contractors or
appropriate Management Agency. Relevant documentation as evidence is maintained.

      6.3    All portable electrical appliances are inspected and tested at twelve monthly intervals (or as deemed
necessary in accordance with frequency of usage) by Approved Personnel.

      6.4    The fixed electrical installation is inspected and tested with NICEIC (National Inspection Council for
Electrical Installation Contracting) certification provided at a maximum of Five year intervals.

      6.5    General. Lighting, roofing, gas and water mains are periodically inspected by contractors visiting the
offices and any remedial works necessary are undertaken as required.
 
7   Evacuation and emergency procedures:

      7.1    Employees must make themselves aware of evacuation routes in case of a fire or another emergency and
remain alert to the possibility of a fire starting where they may not hear the alarm due to their work location.

      7.2    Evacuation routes are posted on noticeboards throughout the premises and in the Fire Risk Assessment.
Emergency evacuation signs are located at all relevant exit points.



8   Personal protective equipment:
 
       8.1    Throughout all operations undertaken by Fibretec Telecommunications Limited the use of PPE will be in
force at all times. PPE is mandatory, relevant to the task being undertaken at the time and detailed in the task
specific Risk Assessment; it will also be provided by the company free of charge. All PPE worn by our employees
will conform to the relevant British Standard and European Norm as shown in the following example

     8.2    PPE. All items of regular PPE are to be inspected by the individual employee on a daily basis prior to use,
any items found to be defective are to be reported to the manager.

     8.3    Specialized PPE i.e. harnesses, fall restraint equipment etc. will be issued to employees in accordance with
the control measures identified in the relevant risk assessment; it will be inspected prior to issue and record of that
inspection retained on the company’s Health & Safety Management system. Specialized PPE will also be inspected
every 6 months by a trained and competent individual. Records of such inspections are to be maintained on
Fusemetrix and retained by the individual employee.

     8.4    Field engineers will generally be issued 5 Point PPE (helmet, safety boots, gloves, glasses and high-vis
vest) on joining the company. Any employee who is issued either a complete set of 5 Point PPE or an individual
item of PPE is responsible for ensuring their PPE is inspected prior to use and any faulty items are rendered in such
a manner that they cannot be used; defective items of PPE will be replaced by the company as soon as possible.

     8.5    Where an employee finds themselves to be short of the required PPE they are to bring this to the attention
of the company Manager asap; should an employee leave the company or no longer require a specific item of PPE,
all issued items are to be returned to the company in accordance with the employee’s handbook.

     8.6    Employees must ensure they wear the appropriate PPE as identified in the relevant risk assessment or as
stipulated by the leading site authority. Failure to wear the correct PPE as stipulated is considered to be unsafe
practice and may result in disciplinary action.

9   Accidents and first aid:

      9.1    Details of first aid facilities and the names of trained first aiders are displayed on the notice boards.

      9.2    All accidents and injuries at work, however minor, should be reported to your line manager and recorded
in the Accident Book.

10  Fire safety:

      10.1    All staff should familiarise themselves with the fire safety instructions, which are displayed on notice
boards and near fire exits in the workplace.

      10.2    The Company will ensure that a Fire Risk Assessment has been conducted of the premises and all fire-
fighting equipment is in date for both maintenance and service purposes.

      10.3    If you hear a fire alarm, leave the building immediately by the nearest fire exit and go to the fire assembly
point shown on the fire safety notices.

      10.4    Fire drills will be held at different times at different work premises but must always be taken seriously.
We also carry out regular fire risk assessments and regular checks of fire extinguishers, fire alarms, escape routes
and emergency lighting.

      10.5    Fire-fighting equipment is to be located suitable to the activity being undertaken in a particular location
and/or located next to fire exit routes.

   



       10.6    All fire extinguishers and fire-fighting appliances are inspected and serviced annually in accordance with
BS 5306 1985 (Part 3) by Approved Contractors.

       10.7    Fire Alarms. Fire alarms are tested regularly and annually tested/inspected by Approved Engineers in
accordance with BS 5839 1988 (Part 1). Relevant documentation as evidence is maintained.

11   Emergency procedures on-site:

      11.1    Employees must make themselves aware of emergency evacuation routes in case of a fire or another
emergency; employees must also remain alert to the possibility of a fire starting where they may not hear the alarm
due to their work location. In such instances it is the responsibility of the Team Leader to ensure all personnel are
accounted for in the event of an emergency.

      11.2    Lifts will not be used in any unoccupied building at any time, and will never be used in an emergency
situation; the staircase will be used at all times.

      11.3    On locating a fire whilst on-site employees should raise the alarm; where there is no audible fire alarm
located, “fire, fire, fire,” will be broadcast at their loudest voice.

      11.4    At no time whatsoever, will personnel endanger their lives; if buildings cannot be evacuated by the
designated means they are to be evacuated by the safest means possible and employees must remain at a safe
distance at all times.

      11.5    Where an emergency situation occurs, on-site procedures must be followed. In the absence of any
specific direction or instruction, 999 will be used to call the relevant emergency service, clearly stating the service
required along with the full site address.

12  RIDDOR:

      12.1    RIDDOR is legislation which requires employers and those in control of work premises to report and keep
records of the following:

                12.1.1 Work related accidents which cause death.

                12.1.2 Work related accidents which cause certain serious injuries (reportable injuries).

                12.1.3 Diagnosed cases of certain industrial diseases.

                12.1.4 Certain ‘dangerous occurrences’ i.e. incidents with the potential to cause harm.

      12.2   RIDDOR 2013 came into force on 1 October 2013 and introduced significant changes to the existing
reporting requirements. The main changes are as follows:

                12.2.1 The previous classification of ‘major injuries’ to workers has been replaced with a shorter list of
‘specified injuries’.

                12.2.2 The previous list of 47 types of industrial disease has been replaced with eight categories of
reportable work-related illness.

                12.2.3 Fewer types of dangerous occurrence require reporting.

                12.2.4 For the purposes of RIDDOR an accident is –incident that causes physical injury. This specifically
includes acts of non-consensual violence to people at work. A RIDDOR report is now required when.



11   Reportable injuries under RIDDOR are as follow:

       13.1    Deaths. All deaths to workers and non-workers are to be reported if they have arisen from a work
related accident, including an act of physical violence to a worker.

       13.2    Specified injuries to workers. The list of specified injuries under RIDDOR 2013 includes:

                  13.2.1     A fracture, other than to fingers, thumbs and toes.

                  13.2.2    Amputation of an arm, hand, finger, thumb, leg, foot or toe.

                  13.2.3    Permanent loss of sight or reduction of sight.

                  13.2.4    Crush injuries leading to internal organ damage.

                  13.2.5    Serious burns (covering more than 10% of the body, or damaging the eyes, respiratory system
or other vital organs).

                  13.2.6    Scalping’s (separation of skin from the head) which require hospital treatment.

                  13.2.7    Unconsciousness caused by head injury or asphyxia.

                  13.2.8    Any other injury arising from working in an enclosed space, which leads to hypothermia, heat-
induced illness or requires resuscitation or admittance to hospital for more than 24 hours.

                  13.2.9    Over 7 day injuries to workers. This is where an employee (or self-employed) person is away
from work or unable to perform their normal work duties for more than 7 consecutive days (not including the day of
the accident).

                  13.2.10    Injuries to non-workers. These are work related accidents involving members of the public or
people who are not at work, are injured and taken from the scene of the accident to hospital for treatment to that
specific injury.

                  13.2.11     Reportable occupational diseases. Certain occupational diseases which are likely to have been
caused by, or made worse, by an employees work must be reported. These include:

                  13.2.12    Carpal tunnel syndrome.

                  13.2.13    Severe cramp of the hand or forearm.

                  13.2.14    Occupational dermatitis.

                  13.2.15    Hand-arm vibration syndrome.

                  13.2.16    Occupational asthma.

                  13.2.17    Tendonitis or tenosynovitis of the hand or forearm.

                  13.2.18    Any occupational cancer.

                  13.2.19    Any disease attributed to an occupational exposure to a biological agent.



14  Reportable dangerous occurrences:

       14.1    These are certain, specified ‘near-miss’ events i.e. incidents with the potential to cause harm and are
covered under Part 1 of RIDDOR 2013. Those more relevant to our business include:

       14.2    Lifting equipment – the collapse, overturning or failure of any load-bearing part of any lifting equipment,
other than accessory for lifting.

       14.3    Overhead electric lines – any plant or equipment unintentionally coming into:

       14.4    Contact with an uninsulated overhead electric line in which the voltage exceeds 200 volts or

       14.5    Close proximity with such an electric line, such that it causes an electrical discharge.

       14.6    Electrical incidents causing explosion or fire – any explosion or fire caused by an electrical short circuit
or overload which either:

       14.7    Results in the stoppage of the plant involved for more than 24 hours or causes a significant risk of death.

       14.8    Structural collapse - the unintentional collapse or partial collapse of:

       14.9    any structure, which involves a fall of more than 5 tones of material; or

       14.10   any floor or wall of any place of work, arising from, or in connection with, on- going construction work
(including demolition, refurbishment and maintenance), whether above or below ground.

       14.11    The unintentional collapse or partial collapse of any false-work.

       14.12    Explosion or fire – any unintentional explosion or fire in any plant or premises which results in the
stoppage of that plant, or the suspension of normal work in those premises, for more than 24 hours.

       14.13    Hazardous escapes of substances - the unintentional release or escape of any substance which could
cause personal injury to any person other than through the combustion of flammable liquids or gases.

15   Manual Handling:

       15.1    Throughout works undertaken by employees of Fibretec Telecommunications Limited, Manual Handling
tasks will often form part of our everyday activities.

       15.2    All employees will receive Manual Handling training; such tasks will never be carried out by personnel
who have not received the correct training.

       15.3    Manual Handling tasks will be avoided where possible, and where conditions permit the use of
mechanical plant will be used, such as a stair walker, a pallet truck, a fork lift, a hoist, or other types of lifting
equipment.

       15.4    Where mechanical plant is used, all employees will be trained in the use of such equipment; all safety
checks will be carried out prior to use along with any associated accessories.

       15.5    All necessary precautions will be in place at all times when using such equipment, in which to ensure the
safety of personnel, the general public and any potential damage to property or the environment. All personnel
MUST wear Gloves when carrying out a manual handling task.

        15.6    Where mechanical plant cannot be used, manual handling tasks will be undertaken.



      15.7    In order to prevent injury it is essential to maintain the natural shape of the spine; to support this, the
following will be determined (as remembered by the mnemonic TILEO):

                 T - The overall task e.g. from where to where.
                  I - The individual capability/strength of the employee.
                  L - The weight of the load, its dimensions and contents.
                  E - The safe route to avoid potential slip/trip hazards.
                  O - Further Personal Protective Equipment requirements and other considerations.

      15.8    Once the above factors have been determined, the following process will be followed at all times:

                 15.8.1    Assess the load - check it is not dirty / slippery or has any rough / jagged edges.

                 15.8.2    Hold the load close (as depicted in Fig1.) to reduce the risk of stress to the lower back and to
maximise stability.

                  15.8.3   Where the load is unevenly distributed hold the heaviest part to the body.

                  15.8.4   When lifting loads from the floor use the leg muscles rather than the back.

                  15.8.5   When lifting to a high platform, break the lift into two actions, from the ground to waist level and
then waist level to the high platform.

16  Use of ladders and stepladders:

      16.1    When deciding whether to use a ladder or stepladder the HSE lists a hierarchy of controls that must be
taken into account as follows:

      16.2    Avoid working at height wherever possible.

      16.3    Where working at height cannot be avoided, use work equipment or other measures to prevent falls.

      16.4    Where the risk of a fall cannot be eliminated, work equipment or other measures (fall arrest) must be
used to minimise the distance and consequences of a fall.

      16.5    Where work at height is necessary the Company will justify whether a ladder or stepladder is the most
suitable access equipment compared to other access equipment options; this will be conducted by means of a
risk assessment and the hierarchy of controls.

      16.6    In addition to the restrictions which may be placed on the company employees when working on-site
etc. rules pertaining to the correct use of ladders are as follows:

      16.7    Ladders will only be used for light work of short duration.

      16.8    Only Industrial Duty (Class 1) ladders will be used by personnel.

      16.9    Ladders are to be checked for any visible defects prior to use.

      16.10   Any surface that a ladder rests upon will be stable, and of sufficient strength.

      16.11    A ladder shall be so positioned as to ensure its stability during use.

      16.12    A ladder used for access shall be long enough to protrude (3 rungs) above the place of landing to
which it provides access.



      16.13 The top 3 rungs are not to be used.

      16.14 Leaning ladders shall be placed at the correct angle i.e. 75° or a ratio 4:1.

      16.15 Personnel will face the ladder at all times whilst climbing or dismounting.

      16.16 Only one person will climb or work from a ladder.

      16.17 3 points of contact must be maintained at all times.

      16.18 Heavy loads must not be carried either ascending or descending ladders.

      16.19 Ladders will be stored correctly.

17  COSHH:

       17.1    The Company understands that it has a duty of care to its employees and other persons that may be
exposed to hazardous substances arising out of our work activities. Despite there being few products used by the
Company which fall within the COSHH Regulations (e.g. DENSO tape) control measures will be in place at all times.

       17.2    At all times, where these products are in use on our premises (or when additional COSHH materials are
purchased) they will carry the relevant Material Safety Data Sheet (MSDS).

       17.3    Outside of the products that are in use, it is understood by all employees that other substances
hazardous to health are in the workplace and may come from dust, fumes or other residues.

       17.4    Risk Assessments will be carried out prior to the undertaking of any work involving hazardous
substances and our employees will adhere to the following associated rules at all times:

       17.5    Follow safe  working  practices  as  detailed  in  both  the  Method  Statement,  Risk Assessments and
manufacturer’s guidance.

       17.6    Avoid contact with the skin and eyes.

       17.7    Avoid breathing fumes, vapours and dust.

       17.8    Wear the correct PPE as detailed in the Risk Assessment e.g. overalls, gloves, eye and head protection.

       17.9    Report any ill effects immediately to a First Aider and subsequently to the company QHSE Manager.

       17.10    Follow all relevant  codes  of  practice  when  using  hazardous  substances  and  other specialist
chemicals e.g. pesticides.

       17.11    Check all application equipment prior to use for sings of damage, wear and tear etc.  All application
equipment is to be cleaned thoroughly after use.

       17.12    Initiate and observe good hygiene practices. PPE is to be removed before entering any area
associated with eating, drinking or smoking. PPE must also be removed before using any shared sanitary facilities.

        17.13    The Company has a strict policy of no smoking, drinking or eating whilst using or in the location of,
hazardous substances.

         7.14     All chemicals are to be sealed in their original labelled containers and stored in a secure place, the key
for which must be controlled on a “needs only” basis. If it is believed that the container may not be marked
correctly, do not use it.



      17.15    All used containers are to be disposed of in a safe, secure and environmentally friendly manner.

      17.16    Throughout company operations, there may be a requirement to access certain areas which would be
defined by the HSE as a confined space; this will include such areas as ceiling voids and basement levels and the
access and egress into these areas will be restricted.

      17.17    Following the requirements and guidelines set out within The Confined Spaces Regulations 1997, and in
which to ensure the Health and Safety of our employees at all times, the following measures will be in force, prior
to, and during any such activity taking place within a confined space.

      17.18    The task itself will be assessed taking into account the time and resource that will be required to carry
out the operation; all other alternative options and available control measures will be taken into account with the
final decision being whether the task can be undertaken at an acceptable risk.

      17.19    Consideration will also be given to the materials and tools required to complete the work in a safe
manner as such items could also an increased hazard; factors to consider include the weight, size, ease of
transportation in, around and out of the confined space and whether they are free of sharps or sparks.

      17.20    The suitability of personnel entering the confined space will also be taken into account including their
size, agility, fitness, and mental well-being i.e. whether they suffer from claustrophobia.

      17.21    After these key areas have been identified and all known hazards have been reduced, the
arrangements for an emergency rescue must be in place.

      17.22    During any confined space work, employees will have with them a suitable means of communications
i.e. radio and there will also be a buddy-buddy system in place. Communication will be continuous, whereby, for
personnel within the confined area, there will be personnel outside of the confined area and communication will be
continuously made.

      17.23    A first aid kit and fire extinguisher will be in place at all times, located with the personnel outside of the
confined space. There will also be a means for contacting the emergency services if required.
17.24 Certain confined spaces may require additional training and it is the policy of the company that no such
work will be undertaken unless all members of the team have undergone the required training and training
certificates are in-date.

18  Use of a Mobile Elevated Platform (MEP):

       18.1    Throughout company operations there will be occasion where there is a need to use a MEWP.

       18.2    The company will generally utilise one of three options as follows:

                  18.2.1    A vehicle mounted access platforms provided to us by an external company, along with the
operative who will be fully trained and competent in the set up and operation of the vehicle and who will also hold
accreditation to the IPAF Standard as a mandatory requirement.

                   18.2.2    A vehicle mounted access platform provided to us by an external company but operated by
our own personnel who have been trained and certificated to the necessary standard.

                    18.2.3    Where these vehicles are not required the company will use a self-operated machine; all our
personnel have experience and the correct training in which to operate these machines in a safe manner and will
hold accreditation to the IPAF Standard as a mandatory requirement.

       18.3 Prior to any activity taking place with the use of a MEWP, a site-specific Risk Assessment will be
undertaken by the most senior member of the engineering team. This will ensure that the machines have been
fully inspected to the requirements of LOLER and PUWER and that they are safe for use.



       18.4    Fall Protection PPE will be worn by personnel at times whilst using the MEWP, this will include a full
body harness and fall restraint lanyard.

       18.5    At all times, a safe working area “drop zone” will be in place; this will prevent unplanned interaction with
other personnel, contractors, members of the public and vehicles on site.

       18.6    The following factors will always be taken into consideration prior to the use of the MEWP and will
assist personnel in the completion of the site-specific Risk Assessment.

       18.7    The SWL (Safe Working Load) of the basket must never be exceeded.

       18.8    The inspection certificates must be in date.

       18.9    The Operatives IPAF accreditation must be in date.

       18.10    Access and egress restrictions.

       18.11    Type of surface to be operated from.

       18.12    Overhead and underground obstacles and hazards.

       18.13    Guard rails and toe boards in place at all times.

       18.14    Wind speeds are not excessive for the platform in use. (Wind speeds are normally annotated on the
MEWP and the company also provides anemometers for measuring wind speed.)

20  General waste:

       19.1    Project Managers are responsible for ensuring adequate waste disposal procedures have been
identified prior to the commencement of any package of works. Employees are responsible for ensuring that they
do not mix waste and where site facilities are available, any associated rules and procedures are strictly adhered
to.

21   Risk assessments and measures to control risk:

        20.1     We carry out regular and general workplace risk assessments periodically. The purpose is to assess
the risks to health and safety of employees, visitors and other third parties as a result of our activities, and to
identify any measures that need to be taken to control those risks. These checks will ensure: 

                    20.1.1    Identification of hazards that are not always visible e.g. stress, chronic illnesses.

                    20.1.2    Unsafe practices e.g. employees taking short cuts, not observing standard procedures that
may expose either themselves or the patient in their care to other hazards.

                    20.1.3    Good housekeeping policies are being adhered to e.g. disposal of clinical waste.

                    20.1.4    Correct PPE being worn as required.

                    20.1.5    Implementation of Safety Surveys focusing on specific employee/client care issues.

22   Computers and display screen equipment:

         21.1    If you use a computer screen or other display screen equipment (DSE) as a significant part of your
work, you are entitled to a workstation assessment and regular eyesight tests by an optician at our expense.

          21.2   Further information on workstation assessments, eye tests and the use of DSE can be obtained from
your line manager.
 



                                                           25.  DRUG AND ALCOHOL POLICY

1    About this policy:
 
       1.1     We are committed to providing a safe, healthy and productive working environment. This includes
ensuring that all staff are fit to carry out their jobs safely and effectively in an environment which is free from
alcohol and drug misuse.

      1.2    The purpose of this policy is to increase awareness of the effects of alcohol and drug misuse and its likely
symptoms and to ensure that:

                 1.2.1    All staff are aware of their responsibilities regarding alcohol and drug misuse and related
problems.

                 1.2.2    Staff who have an alcohol or drug-related problem are encouraged to seek help, in confidence, at
an early stage.

                 1.2.3     Staff who have an alcohol or drug-related problem affecting their work are dealt with
sympathetically, fairly and consistently.

      1.3    This policy is not intended to apply to "one-off" incidents or offences caused by alcohol or drug misuse at
or outside work where there is no evidence of an ongoing problem, which may damage our reputation, and which
are likely to be dealt with under our Disciplinary Procedure.

      1.4     This policy does not form part of any contract of employment or other policy to provide services, and we
may amend it at any time subject to agreement with.

      1.5      Any information you provide to us about your health will be processed in accordance with our Data
Protection Policy. We recognize that such data is sensitive and will handle it in a confidential manner.

2    Who does this policy apply to?

        This policy applies to all employees, officers, consultants, self-employed contractors, casual workers, agency
workers, volunteers and interns.

3   Who is responsible for this policy:

        3.1    The Managing Director has overall responsibility for the effective operation of this policy. Suggestions for
changes to this policy should be reported to the Managing Director.

        3.2    Any questions you may have about the day-to-day application of this policy should be referred to your
line manager in the first instance.

         3.3    This policy is reviewed annually by the Managing Director.

4    Our approach to alcohol and drug misuse:
               
        We recognise that some of our staff may become dependent on alcohol or drugs. We also recognise that such
dependencies can be successfully treated. We wish to promote a culture which understands and is sympathetic to
the problems associated with alcohol and drug misuse in which staff with dependency problems are encouraged to
seek help and are supported.



5    Identifying a problem:
 
        5.1    If you notice a change in a colleague's pattern of behaviour you should encourage them to seek
assistance through their line manager. If they will not seek help themselves, you should draw the matter to the
attention of your line manager. You should not attempt to cover up for a colleague whose work or behaviour is
suffering as a result of an alcohol or drug-related problem.

       5.2    If you believe that you have an alcohol or drug-related problem you should seek specialist advice and
support as soon as possible.

       5.3    Training will be provided for managers to outline their responsibilities for enforcing this policy. New
managers will be made aware of their responsibilities in relation to this policy via the company induction
programme. 

6   Alcohol and drugs at work:

      6.1    Alcohol and drugs can lead to reduced levels of attendance, reduced efficiency and performance,
impaired judgement and decision making and increased health and safety risks for you and other people.
Irresponsible behaviour or the commission of offences resulting from the use of alcohol or drugs may damage our
reputation and, as a result, our business.

      6.2    You are expected to arrive at work fit to carry out your job and to be able to perform your duties safely
without any limitations due to the use or after-effects of alcohol or drugs. In this policy drug use includes the use of
controlled drugs, psychoactive (or mind-altering) substances formerly known as "legal highs", and the misuse of
prescribed or over-the-counter medication.

      6.3    You should not drink alcohol during the normal working day, at lunchtime, at other official breaks and at
official work-based meetings and events. Drinking alcohol while at work without authorisation or working under the
influence of alcohol may be considered serious misconduct.   

      6.4    You must comply with drink-driving laws and drug-driving laws at all times. Conviction for drink-driving or
drug-driving offence may harm our reputation and, if your job requires you to drive, you may be unable to continue
to do your job. Committing a drink-driving or drug-driving offence while working for us or outside working hours
may lead to action under our Disciplinary Procedure and could result in dismissal.

      6.5    If you are prescribed medication you must seek advice from your GP or pharmacist about the possible
effect on your ability to carry out your job and whether your duties should be modified or you should be
temporarily reassigned to a different role. If so, you must tell your line manager without delay.

7    Searches:

        7.1    We reserve the right to conduct searches for alcohol or drugs on our premises, including, but not limited
to, searches of lockers, filing cabinets and desks, bags, clothing, packages.

        7.2    Any alcohol or drugs found as a result of a search will be confiscated and action may be taken under our
Disciplinary Procedure and will normally be reported to the police.

8   Managing suspected substance misuse:

       8.1    Where a line manager considers that a deterioration in work performance or changes in patterns of
behaviour may be due to alcohol or drug misuse they should seek advice and assistance from a member of the
senior management team.

       8.2    If your line manager has reason to believe that you are suffering the effects of alcohol or drugs misuse,
they will invite you to an investigatory interview. The purpose of the interview is to:



                    8.2.1    discuss the reason for the investigation and seek your views on, for example, the deterioration
of your work performance or behaviour; and

                    8.2.2    where appropriate, offer to refer you for medical or specialist advice.

      8.3    If you arrive at work and a manager reasonably believes you are under the influence of alcohol or drugs,
they shall provide with assistance and an investigation can be undertaken.

      8.4    Your line manager may ask for your consent to approach your GP for advice. A report will be sent to your
line manager who will then reassess the reasons for their investigatory meeting with you and decide on the way
forward.

      8.5    If, as the result of the meeting or investigation, your line manager continues to believe that you are
suffering the effects of alcohol or drugs misuse and you refuse an offer of referral to appropriate treatment
providers the matter may be dealt with under our Disciplinary Procedure.

9  Providing support:

      9.1    Employees who suspect or know they have a drug or alcohol problem are encouraged to seek support at
an early stage. Employees may or may not wish to inform their line manager in such instances. Employees
suspected of having an alcohol or drug problem will be offered support by their manager. 

      9.2    Alcohol and drug-related problems may develop for a variety of reasons and over a considerable period
of time. We are committed, in so far as possible, to treating these problems in a similar way to other health issues.
We will provide support where possible with a view to a return to full duties. This may include:

               9.2.1    Referral to appropriate treatment providers, where necessary in conjunction with your GP.

               9.2.2    Time off work to attend treatment and recognition of any periods of absence for such treatment as
periods of sickness absence.

               9.2.3    Adjusting your duties or other support your GP or specialist during treatment and for an agreed
period afterwards, subject to operational requirements and feasibility.

      9.3    If you do not finish a programme of treatment, or your recovery and return to work does not go as
planned, your line manager will meet with you to decide what further action if any should be taken.

10  Confidentiality:

      10.1   We aim to ensure that the confidentiality of any member of staff experiencing alcohol or drug-related
problems is maintained appropriately. However, it needs to be recognised that, in supporting staff, some degree of
information sharing is likely to be necessary.

      10.2   If you seek help with an alcohol or drug-related problem directly from us and you wish to keep matters
confidential from your line manager and colleagues, this will be respected unless there is reason to believe that this
could put you, your colleagues or anyone else at risk or carries some other material risk for the business. In those
circumstances you are encouraged to inform your line manager and will give you sufficient time to do so before
discussing the matter with them.

11   Performance and disciplinary issues:

      11.1    If you agree to undertake appropriate treatment or rehabilitation for an acknowledged alcohol or drug-
related problem, we may decide to suspend any ongoing disciplinary action against you for related misconduct or
poor performance, pending the outcome of the treatment.
      



      11.2    Our intention is to support all staff with alcohol or drug-related problems to regain good health.
Depending on the progress made on the course of treatment, any disciplinary action may be suspended for a
specified period, discontinued or restarted at any time as we see fit.

      11.3    One-off cases where the rules of this policy are breached, such as someone reporting for work clearly
under the influence of alcohol or drugs or suffering from the effects of alcohol will be classed as a conduct issue
and will be dealt with under the normal disciplinary procedures as outlined in the company handbook. 

      11.4    Very serious incidents such as violence at work whilst under the influence of alcohol or drugs or dealing
illegal drugs at work will be deemed serious misconduct justifying summary dismissal. 

      11.5    In some instances of misconduct where the employee admits to having an alcohol or drug problem,
disciplinary proceedings may be held in abeyance subject to successful outcome of treatment. 

      11.6    In instances of serious misconduct where the employee subsequently admits to having an alcohol or drug
problem, the support route and the disciplinary route may be implemented in tandem. 
 



                                                                        25.  SMOKING POLICY
  
1    About this policy:
 
       1.1    We are committed to protecting your health, safety and welfare and that of all those who work for us by
providing a safe place of work and protecting all workers, service users, customers and visitors from exposure to
smoke.

      1.2    All of our workplaces (including our vehicles) are smoke-free in accordance with the Health Act 2006 and
associated regulations. All staff and visitors have the right to a smoke-free environment.

      1.3    This policy does not form part of any employee's contract of employment and it may be amended at any
time.

      1.4    If you wish to suggest improvements to the policy or experience particular difficulty complying with it you
should discuss the situation with your line manager.

2   Where is smoking banned?

       2.1    Smoking is not permitted in any enclosed or substantially enclosed premises within our workplace. The
ban applies to anything that can be smoked and includes, but is not limited to, cigarettes, electronic cigarettes,
pipes (including water pipes such as shisha and hookah pipes), cigars and herbal cigarettes.

       2.2    No-smoking signs are displayed at the entrances to our workplace.

       2.3    Anyone using our vehicles, whether as a driver or passenger, must ensure the vehicles remain smoke-
free. Any of our vehicles that are used primarily for private purposes are excluded from the smoking ban.

3   Where is smoking permitted?

       3.1    You may only smoke outside in designated areas during breaks. When smoking outside, you must dispose
of cigarette butts and other litter appropriately.

4    Breaches of the policy:
               
       4.1    Breaches of this policy by any employee will be dealt with under our Disciplinary Procedure and, in
serious cases, may be treated as gross misconduct leading to summary dismissal.

       4.2    Smoking in smoke-free premises or vehicles is also a criminal offence and may result in a fixed penalty
fine and/or prosecution.



                                                             26.  DATA PROTECTUION POLICY
  
1    INTERPRETATION
 
       3.4    Definitions:
      
      Automated Decision-Making (ADM): when a decision is made which is based solely on Automated Processing
(including profiling) which produces legal effects or significantly affects an individual. The UK GDPR prohibits
Automated Decision-Making (unless certain conditions are met) but not Automated Processing.

      Automated Processing: any form of automated processing of Personal Data consisting of the use of Personal
Data to evaluate certain personal aspects relating to an individual, in particular to analyse or predict aspects
concerning that individual's performance at work, economic situation, health, personal preferences, interests,
reliability, behaviour, location or movements. Profiling is an example of Automated Processing.

      Company name: Fibretec Telecommunications Limited.

      Company Personnel: all employees, workers, contractors, agency workers, consultants, directors, members
and others.

      Consent: agreement which must be freely given, specific, informed and be an unambiguous indication of the
Data Subject's wishes by which they, by a statement or by a clear positive action, signify agreement to the
Processing of Personal Data relating to them.

      Controller: the person or organisation that determines when, why and how to process Personal Data. It is
responsible for establishing practices and policies in line with the UK GDPR. We are the Controller of all Personal
Data relating to our Company Personnel and Personal Data used in our business for our own commercial purposes.

      Criminal Convictions Data: means personal data relating to criminal convictions and offences and includes
personal data relating to criminal allegations and proceedings.

      Data Subject: a living, identified or identifiable individual about whom we hold Personal Data. Data Subjects
may be nationals or residents of any country and may have legal rights regarding their Personal Data.

      Data Privacy Impact Assessment (DPIA): tools and assessments used to identify and reduce risks of a data
processing activity. DPIA can be carried out as part of Privacy by Design and should be conducted for all major
system or business change programmes involving the Processing of Personal Data.

      Data Protection Officer (DPO): the person required to be appointed in specific circumstances under the UK
GDPR. Where a mandatory DPO has not been appointed, this term means a data privacy manager or other
voluntary appointment of a DPO or refers to the Company data privacy team with responsibility for data protection
compliance.

      Explicit Consent: consent which requires a very clear and specific statement (that is, not just action).

       UK GDPR: the retained EU law version of the General Data Protection Regulation ((EU) 2016/679). Personal
Data is subject to the legal safeguards specified in the UK GDPR.

      Personal Data: any information identifying a Data Subject or information relating to a Data Subject that we can
identify (directly or indirectly) from that data alone or in combination with other identifiers we possess or can
reasonably access. Personal Data includes Special Categories of Personal Data and Pseudonymised Personal Data
but excludes anonymous data or data that has had the identity of an individual permanently removed. Personal
data can be factual (for example, a name, email address, location or date of birth) or an opinion about that person's
actions or behaviour. 



       Personal Data Breach: any act or omission that compromises the security, confidentiality, integrity or
availability of Personal Data or the physical, technical, administrative or organisational safeguards that we or our
third-party service providers put in place to protect it. The loss, or unauthorised access, disclosure or acquisition,
of Personal Data is a Personal Data Breach.
       Privacy by Design: implementing appropriate technical and organisational measures in an effective manner to
ensure compliance with the UK GDPR.

       Privacy Guidelines: the Company privacy and UK GDPR related guidelines provided to assist in interpreting
and implementing this Data Protection Policy and Related Policies. 

       Privacy Notices (also referred to as Fair Processing Notices) or Privacy Policies: separate notices setting out
information that may be provided to Data Subjects when the Company collects information about them. These
notices may take the form of general privacy statements applicable to a specific group of individuals (for example,
employee privacy notices or the website privacy policy) or they may be stand-alone, one-time privacy statements
covering Processing related to a specific purpose.

       Processing or Process: any activity that involves the use of Personal Data. It includes obtaining, recording or
holding the data, or carrying out any operation or set of operations on the data including organising, amending,
retrieving, using, disclosing, erasing or destroying it. Processing also includes transmitting or transferring Personal
Data to third parties.

       Pseudonymisation or Pseudonymised: replacing information that directly or indirectly identifies an individual
with one or more artificial identifiers or pseudonyms so that the person, to whom the data relates, cannot be
identified without the use of additional information which is meant to be kept separately and secure.

      Related Policies: the Company's policies, operating procedures or processes related to this Data Protection 
 Policy and designed to protect Personal Data.

      Special Categories of Personal Data: information revealing racial or ethnic origin, political opinions, religious or
similar beliefs, trade union membership, physical or mental health conditions, sexual life, sexual orientation,
biometric or genetic data.

2   Introduction:

       2.1    This Data Protection Policy sets out how Fibretec Telecommunications Limited ("we", "our", "us", "the
Company") handle the Personal Data of our customers, suppliers, employees, workers and other third parties.

       2.2    This Data Protection Policy applies to all Personal Data we Process regardless of the media on which that
data is stored or whether it relates to past or present employees, workers, customers, clients or supplier contacts,
shareholders, website users or any other Data Subject.

      2.3    This Data Protection Policy applies to all Company Personnel ("you", "your"). You must read, understand
and comply with this Data Protection Policy when Processing Personal Data on our behalf and attend training on its
requirements. This Data Protection Policy sets out what we expect from you for the Company to comply with
applicable law. Your compliance with this Data Protection Policy is mandatory. Related Policies and Privacy
Guidelines are available to help you interpret and act in accordance with this Data Protection Policy. You must also
comply with all such Related Policies and Privacy Guidelines. Any breach of this Data Protection Policy may result
in disciplinary action.

      2.4    Where you have a specific responsibility in connection with Processing such as capturing Consent,
reporting a Personal Data Breach, conducting a DPIA as referenced in this Data Protection Policy or otherwise then
you must comply with the Related Policies and Privacy Guidelines.

      2.5    This Data Protection Policy (together with Related Policies and Privacy Guidelines) is an internal document
and cannot be shared with third parties, clients or regulators without prior authorisation from the DPO.



3   Scope:    

      3.1    We recognise that the correct and lawful treatment of Personal Data will maintain confidence in the
organisation and will provide for successful business operations. Protecting the confidentiality and integrity of
Personal Data is a critical responsibility that we take seriously at all times. The Company is exposed to potential
fines of up to £17.5 million or 4% of total worldwide annual turnover, whichever is higher and depending on the
breach, for failure to comply with the provisions of the UK GDPR.

      3.2    All line managers, are responsible for ensuring all Company Personnel comply with this Data Protection
Policy and need to implement appropriate practices, processes, controls and training to ensure that compliance.

      3.3    The DPO is responsible for overseeing this Data Protection Policy and, as applicable, developing Related
Policies and Privacy Guidelines. That post is held by the Managing Director.

      3.4     Please contact the DPO with any questions about the operation of this Data Protection Policy or the UK
GDPR  or if you have any concerns that this Data Protection Policy is not being or has not been followed. In
particular, you must always contact the DPO in the following circumstances:

                3.4.1    if you are unsure of the lawful basis which you are relying on to process Personal Data (including
the legitimate interests used by the Company) (see paragraph Error! Reference source not found.);

                3.4.2    if you need to rely on Consent and/or need to capture Explicit Consent (see paragraph 6);

                3.4.3    if you need to draft Privacy Notices (see paragraph 7);

                3.4.4    if you are unsure about the retention period for the Personal Data being Processed (see
paragraph 11);

                3.4.5    if you are unsure about what security or other measures you need to implement to protect
Personal Data (see paragraph 12.1);

                3.4.6    if there has been a Personal Data Breach (paragraph 13);

                3.4.7    if you are unsure on what basis to transfer Personal Data outside the UK (see paragraph 14);

                3.4.8    if you need any assistance dealing with any rights invoked by a Data Subject (see paragraph 15);

                3.4.9    whenever you are engaging in a significant new, or change in, Processing activity which is likely to
require a DPIA (see paragraph 19) or plan to use Personal Data for purposes other than what it was collected for;

                3.4.10    if you plan to undertake any activities involving Automated Processing including profiling or
Automated Decision-Making (see paragraph 20);

                3.4.11    if you need help complying with applicable law when carrying out direct marketing activities (see
paragraph 21); or

                3.4.12    if you need help with any contracts or other areas in relation to sharing Personal Data with third
parties (including our vendors) (see paragraph 22).

4   Personal data protection policy:

      4.1    We adhere to the principles relating to Processing of Personal Data set out in the UK GDPR which require
Personal Data to be:

               4.1.1    Processed lawfully, fairly and in a transparent manner (Lawfulness, Fairness and Transparency);



               4.1.2    collected only for specified, explicit and legitimate purposes (Purpose Limitation);

               4.1.3    adequate, relevant and limited to what is necessary in relation to the purposes for which it is
Processed (Data Minimisation);

               4.1.4    accurate and where necessary kept up to date (Accuracy);

               4.1.5    not kept in a form which permits identification of Data Subjects for longer than is necessary for the
purposes for which the data is Processed (Storage Limitation);

               4.1.6    Processed in a manner that ensures its security using appropriate technical and organisational
measures to protect against unauthorised or unlawful Processing and against accidental loss, destruction or
damage (Security, Integrity and Confidentiality);

               4.1.7    not transferred to another country without appropriate safeguards being in place (Transfer
Limitation); and

               4.1.8    made available to Data Subjects and allow Data Subjects to exercise certain rights in relation to
their Personal Data (Data Subject's Rights and Requests).

      4.2    We are responsible for and must be able to demonstrate compliance with the data protection principles
listed above (Accountability).

5   Lawfulness, fairness, transparency:

      5.1    Personal data must be Processed lawfully, fairly and in a transparent manner in relation to the Data
Subject.

      5.2    You may only collect, Process and share Personal Data fairly and lawfully and for specified purposes. The
UK GDPR restricts our actions regarding Personal Data to specified lawful purposes. These restrictions are not
intended to prevent Processing but ensure that we Process Personal Data fairly and without adversely affecting
the Data Subject.

      5.3     The UK GDPR allows Processing for specific purposes, some of which are set out below:

                 5.3.1    the Data Subject has given his or her Consent;

                 5.3.2    the Processing is necessary for the performance of a contract with the Data Subject;

                 5.3.3    to meet our legal compliance obligations;

                 5.3.4    to protect the Data Subject's vital interests;

                 5.3.5    to pursue our legitimate interests (or those of a third party) for purposes where they are not
overridden because the Processing prejudices the interests or fundamental rights and freedoms of Data Subjects. 
 The purposes for which we process Personal Data for legitimate interests need to be set out in applicable Privacy
Notices; or

      5.4    You must identify and document the legal ground being relied on for each Processing activity

6   Consent:

       6.1    A Controller must only process Personal Data on the basis of one or more of the lawful bases set out in
the UK GDPR, which include Consent.



       6.2    A Data Subject consents to Processing of their Personal Data if they indicate agreement clearly either by
a statement or positive action to the Processing. Consent requires affirmative action so silence, pre-ticked boxes
or inactivity are unlikely to be sufficient. If Consent is given in a document which deals with other matters, then the
Consent must be kept separate from those other matters.

      6.3    Data Subjects must be easily able to withdraw Consent to Processing at any time and withdrawal must be
promptly honoured. Consent may need to be refreshed if you intend to Process Personal Data for a different and
incompatible purpose which was not disclosed when the Data Subject first consented.

      6.4    When processing Special Category Data or Criminal Convictions Data, we will usually rely on a legal basis
for processing other than Explicit Consent or Consent if possible. Where Explicit Consent is relied on, you must
issue a Privacy Notice to the Data Subject to capture Explicit Consent.

      6.5    You will need to evidence Consent captured and keep records of all Consents in accordance with Related
Policies and Privacy Guidelines so that the Company can demonstrate compliance with Consent requirements.

5   Transparency (Notifying data subjects):

      7.1    The UK GDPR requires Controllers to provide detailed, specific information to Data Subjects depending on
whether the information was collected directly from Data Subjects or from elsewhere. The information must be
provided through appropriate Privacy Notices which must be concise, transparent, intelligible, easily accessible,
and in clear and plain language so that a Data Subject can easily understand them.

      7.2    Whenever we collect Personal Data directly from Data Subjects, including for HR or employment
purposes, we must provide the Data Subject with all the information required by the UK GDPR including the identity
of the Controller and DPO, how and why we will use, Process, disclose, protect and retain that Personal Data
through a Privacy Notice which must be presented when the Data Subject first provides the Personal Data.

      7.3    When Personal Data is collected indirectly (for example, from a third party or publicly available source),
we must provide the Data Subject with all the information required by the UK GDPR as soon as possible after
collecting or receiving the data. We must also check that the Personal Data was collected by the third party in
accordance with the UK GDPR and on a basis which contemplates our proposed Processing of that Personal Data.

      7.4    If you are collecting Personal Data from Data Subjects, directly or indirectly, then you must provide Data
Subjects with a Privacy Notice in accordance with our Related Policies and Privacy Guidelines.

8   Purpose limitation:

      8.1    Personal Data must be collected only for specified, explicit and legitimate purposes. It must not be further
Processed in any manner incompatible with those purposes.

      8.2    You cannot use Personal Data for new, different or incompatible purposes from that disclosed when it
was first obtained unless you have informed the Data Subject of the new purposes and they have Consented
where necessary.

9   Data minimisation:

      9.1    Personal Data must be adequate, relevant and limited to what is necessary in relation to the purposes for
which it is Processed.

      9.2    You may only Process Personal Data when performing your job duties requires it. You cannot Process
Personal Data for any reason unrelated to your job duties.

      9.3    You may only collect Personal Data that you require for your job duties: do not collect excessive data.
Ensure any Personal Data collected is adequate and relevant for the intended purposes.

   



       9.4    You must ensure that when Personal Data is no longer needed for specified purposes, it is deleted or
anonymised in accordance with the Company's data retention guidelines.

10   Accuracy:

      10.1    Personal Data must be accurate and, where necessary, kept up to date. It must be corrected or deleted
without delay when inaccurate.

      10.2    You will ensure that the Personal Data we use and hold is accurate, complete, kept up to date and
relevant to the purpose for which we collected it. You must check the accuracy of any Personal Data at the point of
collection and at regular intervals afterwards. You must take all reasonable steps to destroy or amend inaccurate
or out-of-date Personal Data.

11   Storage limitation:

      11.1    Personal Data must not be kept in an identifiable form for longer than is necessary for the purposes for
which the data is processed.

      11.2    The Company will maintain retention policies and procedures to ensure Personal Data is deleted after a
reasonable time for the purposes for which it was being held, unless a law requires that data to be kept for a
minimum time. You must comply with the Company's Data Retention Policy.

      11.3    You must not keep Personal Data in a form which permits the identification of the Data Subject for longer
than needed for the legitimate business purpose or purposes for which we originally collected it including for the
purpose of satisfying any legal, accounting or reporting requirements.

      11.4    You will take all reasonable steps to destroy or erase from our systems all Personal Data that we no
longer require in accordance with all the Company's applicable records retention schedules and policies. This
includes requiring third parties to delete that data where applicable.

      11.5    You will ensure Data Subjects are informed of the period for which data is stored and how that period is
determined in any applicable Privacy Notice.

12  Storage integrity and confidentiality:

      12.1    Personal Data must be secured by appropriate technical and organisational measures against
unauthorised or unlawful Processing, and against accidental loss, destruction or damage.

      12.2    We will develop, implement and maintain safeguards appropriate to our size, scope and business, our
available resources, the amount of Personal Data that we own or maintain on behalf of others and identified risks
(including use of encryption and Pseudonymisation where applicable). We will regularly evaluate and test the
effectiveness of those safeguards to ensure security of our Processing of Personal Data. You are responsible for
protecting the Personal Data we hold. You must implement reasonable and appropriate security measures against
unlawful or unauthorised Processing of Personal Data and against the accidental loss of, or damage to, Personal
Data. You must exercise particular care in protecting Special Categories of Personal Data and Criminal Convictions
Data from loss and unauthorised access, use or disclosure.

      12.3    You must follow all procedures and technologies we put in place to maintain the security of all Personal
Data from the point of collection to the point of destruction. You may only transfer Personal Data to third-party
service providers who agree to comply with the required policies and procedures and who agree to put adequate
measures in place, as requested.

      12.4    You must maintain data security by protecting the confidentiality, integrity and availability of the Personal
Data, defined as follows:



                   12.4.1    Confidentiality means that only people who have a need to know and are authorised to use the
Personal Data can access it;

                    12.4.2    Integrity means that Personal Data is accurate and suitable for the purpose for which it is
processed; and

                   12.4.3    Availability means that authorised users are able to access the Personal Data when they need it for
authorised purposes.

      12.5    You must comply with and not attempt to circumvent the administrative, physical and technical safeguards
we implement and maintain in accordance with the UK GDPR and relevant standards to protect Personal Data.

13  Reporting a personal data breach:

      13.1    The UK GDPR requires Controllers to notify any Personal Data Breach to the Information Commissioner and, in
certain instances, the Data Subject.

      13.2    We have put in place procedures to deal with any suspected Personal Data Breach and will notify Data
Subjects or any applicable regulator where we are legally required to do so.

      13.3    If you know or suspect that a Personal Data Breach has occurred, do not attempt to investigate the matter
yourself. Immediately contact the person or team designated as the key point of contact for Personal Data Breaches
(your line manager). You should preserve all evidence relating to the potential Personal Data Breach.

14  Transfer limitation:

       14.1 The UK GDPR restricts data transfers to countries outside the UK to ensure that the level of data protection
afforded to individuals by the UK GDPR is not undermined. You transfer Personal Data originating in one country across
borders when you transmit, send, view or access that data in or to a different country.

       14.2    You may only transfer Personal Data outside the UK if one of the following conditions applies:

                  14.2.1    the UK has issued regulations confirming that the country to which we transfer the Personal Data
ensures an adequate level of protection for the Data Subject's rights and freedoms;

                  14.2.2    appropriate safeguards are in place such as binding corporate rules (BCR), standard contractual
clauses approved for use in the UK, an approved code of conduct or a certification mechanism, a copy of which can be
obtained from the DPO;

                  14.2.3    the Data Subject has provided Explicit Consent to the proposed transfer after being informed of any
potential risks; or

                  14.2.4    the transfer is necessary for one of the other reasons set out in the UK GDPR including the
performance of a contract between us and the Data Subject, reasons of public interest, to establish, exercise or defend
legal claims or to protect the vital interests of the Data Subject where the Data Subject is physically or legally incapable
of giving Consent and, in some limited cases, for our legitimate interest.

15  Data subject's rights and requests:

      15.1     Data Subjects have rights when it comes to how we handle their Personal Data. These include rights to:

                 15.1.1    withdraw Consent to Processing at any time;

                 15.1.2    receive certain information about the Controller's Processing activities;



                 15.1.3    request access to their Personal Data that we hold;
 
                 15.1.4    prevent our use of their Personal Data for direct marketing purposes;

                 15.1.5    ask us to erase Personal Data if it is no longer necessary in relation to the purposes for which it
was collected or Processed or to rectify inaccurate data or to complete incomplete data;

                 15.1.6    restrict Processing in specific circumstances;

                 15.1.7    challenge Processing which has been justified on the basis of our legitimate interests or in the
public interest;

                 15.1.8    request a copy of an agreement under which Personal Data is transferred outside of the UK;
 
                 15.1.9    object to decisions based solely on Automated Processing, including profiling (ADM);
 
                 15.1.10    prevent Processing that is likely to cause damage or distress to the Data Subject or anyone
else;

                 15.1.11    be notified of a Personal Data Breach which is likely to result in high risk to their rights and
freedoms;

                 15.1.12   make a complaint to the supervisory authority;
 
                 15.1.13   in limited circumstances, receive or ask for their Personal Data to be transferred to a third party
in a structured, commonly used and machine-readable format; and

       15.2    You must verify the identity of an individual requesting data under any of the rights listed above (do not
allow third parties to persuade you into disclosing Personal Data without proper authorisation).

       15.3    You must immediately forward any Data Subject request you receive to your line manager. 

16  Accountability:

       16.1    The Controller must implement appropriate technical and organisational measures in an effective
manner, to ensure compliance with data protection principles. The Controller is responsible for, and must be able
to demonstrate, compliance with the data protection principles. 

      16.2    The Company must have adequate resources and controls in place to ensure and to document UK GDPR
compliance including:

                  16.2.1    appointing a suitably qualified DPO (where necessary) and an executive accountable for data
privacy;

                  16.2.2    implementing Privacy by Design when Processing Personal Data and completing DPIAs where
Processing presents a high risk to rights and freedoms of Data Subjects;

                  16.2.3    integrating data protection into internal documents including this Data Protection Policy,
Related Policies, Privacy Guidelines or Privacy Notices;

                  16.2.4    regularly training Company Personnel on the UK GDPR, this Data Protection Policy, Related
Policies and Privacy Guidelines and data protection matters including, for example, Data Subject's rights, Consent,
legal basis, DPIA and Personal Data Breaches. The Company must maintain a record of training attendance by
Company Personnel; and

                  16.2.5    regularly testing the privacy measures implemented and conducting periodic reviews and
audits to assess compliance, including using results of testing to demonstrate compliance improvement effort.



17  Record keeping:

      17.1    The UK GDPR requires us to keep full and accurate records of all our data Processing activities.

      17.2    You must keep and maintain accurate corporate records reflecting our Processing including records of
Data Subjects' Consents and procedures for obtaining Consents.

      17.3    These records should include, at a minimum, the name and contact details of the Controller and the
DPO, clear descriptions of the Personal Data types, Data Subject types, Processing activities, Processing
purposes, third-party recipients of the Personal Data, Personal Data storage locations, Personal Data transfers,
the Personal Data's retention period and a description of the security measures in place. To create the records,
data maps should be created which should include the detail set out above together with appropriate data flows.

18  Training and audit:

       18.1    We are required to ensure all Company Personnel have undergone adequate training to enable them to
comply with data privacy laws. We must also regularly test our systems and processes to assess compliance.

       18.2    You must undergo all mandatory data privacy related training and ensure your team undergo similar
mandatory training.

       18.3    You must regularly review all the systems and processes under your control to ensure they comply with
this Data Protection Policy and check that adequate governance controls and resources are in place to ensure
proper use and protection of Personal Data.

19  Privacy by Design and Data Protection Impact Assessment (DPIA):

       19.1    We are required to implement Privacy by Design measures when Processing Personal Data by
implementing appropriate technical and organisational measures (like Pseudonymisation) in an effective manner,
to ensure compliance with data privacy principles.

       19.2    You must assess what Privacy by Design measures can be implemented on all programmes, systems or
processes that Process Personal Data by taking into account the following:

                  19.2.1   the state of the art;

                  19.2.2   the cost of implementation;

                  19.2.3   the nature, scope, context and purposes of Processing; and

                  19.2.4   the risks of varying likelihood and severity for rights and freedoms of Data Subjects posed by
the Processing.

       19.3    Controllers must also conduct DPIAs in respect to high-risk Processing.

       19.4    You should conduct a DPIA (and discuss your findings with the DPO) when implementing major system
or business change programs involving the Processing of Personal Data including:

                  19.4.1    use of new technologies (programs, systems or processes), or changing technologies
(programs, systems or processes);

                  19.4.2    Automated Processing including profiling and ADM;

                  19.4.3    large-scale Processing of Special Categories of Personal Data or Criminal Convictions Data;
and



                19.4.4    large-scale, systematic monitoring of a publicly accessible area.

      19.5    A DPIA must include:

                 19.5.1    a description of the Processing, its purposes and the Controller's legitimate interests if
appropriate;

                 19.5.2    an assessment of the necessity and proportionality of the Processing in relation to its purpose;

                 19.5.3    an assessment of the risk to individuals; and

                 19.5.4    the risk mitigation measures in place and demonstration of compliance

20  Automated Processing (including profiling) and Automated Decision Making:

       20.1    Generally, ADM is prohibited when a decision has a legal or similar significant effect on an individual
unless:

                  20.1.1    a Data Subject has Explicitly Consented;

                  20.1.2    the Processing is authorised by law; or

                  20.1.3    the Processing is necessary for the performance of or entering into a contract.

      20.2     If certain types of Special Categories of Personal Data or Criminal Convictions Data are being
processed, then grounds (b) or (c) will not be allowed but the Special Categories of Personal Data and Criminal
Convictions Data can be Processed where it is necessary (unless less intrusive means can be used) for substantial
public interest like fraud prevention.

      20.3    If a decision is to be based solely on Automated Processing (including profiling), then Data Subjects
must be informed when you first communicate with them of their right to object. This right must be explicitly
brought to their attention and presented clearly and separately from other information. Further, suitable measures
must be put in place to safeguard the Data Subject's rights and freedoms and legitimate interests.

      20.4    We must also inform the Data Subject of the logic involved in the decision making or profiling, the
significance and envisaged consequences and give the Data Subject the right to request human intervention,
express their point of view or challenge the decision.

      20.5    A DPIA must be carried out before any Automated Processing (including profiling) or ADM activities are
undertaken.

21  Direct marketing:

      21.1    We are subject to certain rules and privacy laws when marketing to our customers.

      21.2    For example, a Data Subject's prior consent is required for electronic direct marketing (for example, by
email, text or automated calls). The limited exception for existing customers known as "soft opt-in" allows
organisations to send marketing texts or emails if they have obtained contact details in the course of a sale to that
person, they are marketing similar products or services, and they gave the person an opportunity to opt out of
marketing when first collecting the details and in every subsequent message.

      21.3    The right to object to direct marketing must be explicitly offered to the Data Subject in an intelligible
manner so that it is clearly distinguishable from other information.

 



        21.4    A Data Subject's objection to direct marketing must be promptly honoured. If a customer opts out at
any time, their details should be suppressed as soon as possible. Suppression involves retaining just enough
information to ensure that marketing preferences are respected in the future.
  
22  Sharing Personal Data:

        22.1    Generally we are not allowed to share Personal Data with third parties unless certain safeguards and
contractual arrangements have been put in place.

        22.2    You may only share the Personal Data we hold with another employee, agent or representative of our
group (which includes our subsidiaries and our ultimate holding company along with its subsidiaries) if the
recipient has a job-related need to know the information and the transfer complies with any applicable cross-
border transfer restrictions.

        22.3    You may only share the Personal Data we hold with third parties, such as our service providers, if:

                    22.3.1 they have a need to know the information for the purposes of providing the contracted
services;

                    22.3.2    sharing the Personal Data complies with the Privacy Notice provided to the Data Subject and,
if required, the Data Subject's Consent has been obtained;

                    22.3.3    the third party has agreed to comply with the required data security standards, policies and
procedures and put adequate security measures in place;

                    22.3.4    the transfer complies with any applicable cross-border transfer restrictions; and

                    22.3.5    a fully executed written contract that contains UK GDPR-approved third party clauses has
been obtained.

23  Changes to this data protection policy:

        23.1    We keep this Data Protection Policy under regular review so please check back regularly to obtain the
latest copy of this Privacy Standard.
        23.2   This Data Protection Policy does not override any applicable national data privacy laws and regulations
in countries where the Company operates. 

 
Acknowledgement of receipt and review

I, _________________, acknowledge that on ___________________, I received and read a copy of the Fibretec
Telecommunications Limited's Data Protection Policy and understand that I am responsible for knowing and
abiding by its terms. I understand that the information in this Data Protection Policy is intended to help Company
Personnel work together effectively on assigned job responsibilities and assist in the use and protection of
Personal Data. This Data Protection Policy does not set terms or conditions of employment or form part of an
employment contract.

Signed ……………………………………………………….

Printed Name ……………………………………………….

Date ………………………………………………………….



                   28.      PRIVACY NOTICE FOR EMPLOYESS, WORKERS, AND CONTRACTORS
  
1    What is the purpose of this document?
 
     

      1.1    Fibretec Telecommunications Limited is a "controller". This means that we are responsible for deciding
how we hold and use personal information about you. We are required under data protection legislation to notify
you of the information contained in this privacy notice.

      1.2    This notice applies to current and former employees, workers and contractors. This notice does not form
part of any contract of employment or other contract to provide services. We may update this notice at any time
but if we do so, we will provide you with an updated copy of this notice as soon as reasonably practical.

      1.3    It is important that you read and retain this notice, together with any other privacy notice we may provide
on specific occasions when we are collecting or processing personal information about you, so that you are aware
of how and why we are using such information and what your rights are under the data protection legislation.

2   Data protection principles

    

3   The kind of information we hold about you:

     3.1     We will collect, store, and use the following categories of personal information about you:

               3.1.1 Personal contact details such as name, title, addresses, telephone numbers, and personal email
addresses.

               3.1.2 Date of birth.
         

Fibretec Telecommunications Limited is committed to protecting the privacy and security of your
personal information.
This privacy notice describes how we collect and use personal information about you during and after
your working relationship with us, in accordance with the UK General Data Protection Regulation (UK
GDPR).
It applies to all employees, workers and contractors.

We will comply with data protection law. This says that the personal information we hold about you must be:
1.    Used lawfully, fairly and in a transparent way.
2.    Collected only for valid purposes that we have clearly explained to you and not used in any way that is
incompatible with those purposes.
3.    Relevant to the purposes we have told you about and limited only to those purposes.
4.    Accurate and kept up to date.
5.    Kept only as long as necessary for the purposes we have told you about.
6.    Kept securely.

Personal data, or personal information, means any information about an individual from which that person
can be identified. It does not include data where the identity has been removed (anonymous data).

There are certain types of more sensitive personal data which require a higher level of protection, such as
information about a person's health or sexual orientation. Information about criminal convictions also
warrants this higher level of protection.



              3.1.3    Gender.

              3.1.4    Marital status and dependants.

              3.1.5    Next of kin and emergency contact information.

              3.1.6    National Insurance number.

              3.1.7    Bank account details, payroll records and tax status information.

              3.1.8    Salary, annual leave, pension and benefits information.

              3.1.9    Start date and, if different, the date of your continuous employment.

              3.1.10    Leaving date and your reason for leaving.

              3.1.11    Location of employment or workplace.

              3.1.12    Copy of driving licence.

              3.1.13    Recruitment information (including copies of right to work documentation, references and other
information included in a CV or cover letter or as part of the application process).

              3.1.14    Employment records (including job titles, work history, working hours, holidays, training records
and professional memberships).

              3.1.15    Compensation history.

              3.1.16    Performance information.

              3.1.17    Disciplinary and grievance information.

              3.1.18    CCTV footage and other information obtained through electronic means such as swipe card
records.

              3.1.19    Information about your use of our information and communications systems.

              3.1.20    Photographs.

              3.1.21     Results of HMRC employment status check, details of your interest in and connection with the
intermediary through which your services are supplied.

      3.2   We may also collect, store and use the following more sensitive types of personal information:

              3.2.1    Information about your race or ethnicity, religious beliefs, sexual orientation and political opinions.

              3.2.2    Information about your health, including any medical condition, health and sickness records,
including:
  
              3.2.3    where you leave employment and under any share plan operated by a group company the reason
for leaving is determined to be ill-health, injury or disability, the records relating to that decision;

              3.2.4    details of any absences (other than holidays) from work including time on statutory parental leave
and sick leave; and

              3.2.5    Information about criminal convictions and offences.
  



4   How is your personal information collected:
     
       4.1    We collect personal information about employees, workers and contactors through the application and
recruitment process, either directly from candidates or sometimes from an employment agency or background
check provider. We may sometimes collect additional information from third parties including former employers,
credit reference agencies or other background check agencies.

       4.2    We will collect additional personal information in the course of job-related activities throughout the
period of you working for us.

5  How we still use information about you:

     

  

6   Underpinning policies and procedure:

      6.1    This policy is underpinned by the following:

               6.1.1    Data Quality Policy – outlines procedures to ensure the accuracy of records and the correction of
errors;

               6.1.2    Record Keeping Policy – details transparency procedures, the management of records from
creation to disposal (inclusive of retention and disposal procedures), information handling procedures, procedures
for subject access requests, right to erasure, right to restrict processing, right to object, and withdrawal of
consent to share; 

              6.1.3    Data Security Policy – outlines procedures for the ensuring the security of data including the
reporting of any data security breach;

              6.1.4    Network Security Policy – outlines procedures for securing our network;

              6.1.5    Business Continuity Plan –outlines the procedures in the event of a security failure or disaster
affecting digital systems or mass loss of hardcopy information necessary to the day to day running of our
organisation;

              6.1.6    Staff Data Security Code of Conduct - provides staff with clear guidance on the disclosure of
personal information.

7   Situations in which we will use your personal information:

      7.1 We need all the categories of information in the list above primarily to allow us to perform our contract with
you [*] and to enable us to comply with legal obligations [**]. In some cases we may use your personal information
to pursue legitimate interests [***], provided your interests and fundamental rights do not override those
interests. The situations in which we will process your personal information are listed below. 

 

We will only use your personal information when the law allows us to. Most commonly, we will use your
personal information in the following circumstances:
1.    Where we need to perform the contract we have entered into with you.
2.    Where we need to comply with a legal obligation.
3.   Where it is necessary for legitimate interests pursued by us or a third party and your interests and
fundamental rights do not override those interests.

We may also use your personal information in the following situations, which are likely to be rare:
1.    Where we need to protect your interests (or someone else's interests).
2.    Where it is needed in the public interest.



     We have indicated by asterisks the purpose or purposes for which we are processing or will process your
personal information, as well as providing a description of which categories of data are involved. Where a
legitimate interest is involved, we state what the legitimate interest is.

                7.1.1    Making a decision about your recruitment or appointment.(*)

                7.1.2    Determining the terms on which you work for us. (*)

                7.1.3    Checking you are legally entitled to work in the UK. (**)

                7.1.4   Paying you and, if you are an employee or deemed employee for tax purposes, deducting tax and
National Insurance contributions (NICs). (*) (**) (***)

                7.1.5    Liaising with your pension provider. (*) (**) (***)

                7.1.6    Administering the contract we have entered into with you. (*)

                7.1.7    Business management and planning, including accounting and auditing. (**) (***)

                7.1.8    Conducting performance reviews, managing performance and determining performance
requirements. (*) (***)

                7.1.9    Making decisions about salary reviews and compensation. (*) (**)

                7.1.10   Assessing qualifications for a particular job or task, including decisions about promotions. (*)

                7.1.11   Gathering evidence for possible grievance or disciplinary hearings. (*) (***)

                7.1.12   Making decisions about your continued employment or engagement. (*) (**)

                7.1.13   Making arrangements for the termination of our working relationship. (*) (**)

                7.1.14   Education, training and development requirements. (*) (**) (***)

                7.1.15   Dealing with legal disputes involving you, or other employees, workers and contractors, including
accidents at work. (*) (**) (***)

                7.1.16   Ascertaining your fitness to work. (*) (**) (***)

                7.1.17   Managing sickness absence. (*)

                7.1.18   Complying with health and safety obligations. (**)

                7.1.19   To prevent fraud. (**)

                7.1.20   To monitor your use of our information and communication systems to ensure compliance with
our IT policies. (*) (**) (***)

                7.1.21  To ensure network and information security, including preventing unauthorised access to our
computer and electronic communications systems and preventing malicious software distribution. (*) (**) (***)

                7.1.22   To conduct data analytics studies to review and better understand employee retention and
attrition rates. (***)

                7.1.23   Equal opportunities monitoring. (**)

  



       7.2    Some of the above grounds for processing will overlap and there may be several grounds which justify
our use of your personal information.

8   If you fail to provide personal information:

      8.1    If you fail to provide certain information when requested, we may not be able to perform the contract we
have entered into with you (such as paying you or providing a benefit), or we may be prevented from complying
with our legal obligations (such as to ensure the health and safety of our workers).

9   Change of purpose

      9.1    We will only use your personal information for the purposes for which we collected it, unless we
reasonably consider that we need to use it for another reason and that reason is compatible with the original
purpose. If we need to use your personal information for an unrelated purpose, we will notify you and we will
explain the legal basis which allows us to do so.

      9.2    Please note that we may process your personal information without your knowledge or consent, in
compliance with the above rules, where this is required or permitted by law.

10  How we use particularly sensitive personal information

11   Situations in which we will use your sensitive personal information

       11.1    In general, we will not process particularly sensitive personal information about you unless it is
necessary for performing or exercising obligations or rights in connection with employment. On rare occasions,
there may be other reasons for processing, such as it is in the public interest to do so. The situations in which we
will process your particularly sensitive personal information are listed below. We have indicated the purpose or
purposes for which we are processing or will process your more sensitive personal information.

                 11.1.1    We will use information about your physical or mental health, or disability status, to ensure your
health and safety in the workplace and to assess your fitness to work, to provide appropriate workplace
adjustments, to monitor and manage sickness absence and to administer benefits including statutory maternity
pay, statutory sick pay, pensions and permanent health insurance. We need to process this information to
exercise rights and perform obligations in connection with your employment.

"Special categories" of particularly sensitive personal information, such as information about your health,
racial or ethnic origin, sexual orientation or trade union membership, require higher levels of protection. We
need to have further justification for collecting, storing and using this type of personal information. We have
in place an appropriate policy document and safeguards which we are required by law to maintain when
processing such data. We may process special categories of personal information in the following
circumstances:

1.     In limited circumstances, with your explicit written consent.
2.    Where we need to carry out our legal obligations or exercise rights in connection with employment.
3.   Where it is needed in the public interest, such as for equal opportunities monitoring or in relation to our
occupational pension scheme.

Less commonly, we may process this type of information where it is needed in relation to legal claims or
where it is needed to protect your interests (or someone else's interests) and you are not capable of giving
your consent, or where you have already made the information public.



                  11.1.2    We will use information about your race or national or ethnic origin, religious, philosophical or
moral beliefs, or your sexual life or sexual orientation, to ensure meaningful equal opportunity monitoring and
reporting.
                  11.1.3    We will use trade union membership information to pay trade union premiums, register the
status of a protected employee and to comply with employment law obligations.

12  Do we need your consent?

      12.1    We do not need your consent if we use special categories of your personal information in accordance
with our written policy to carry out our legal obligations or exercise specific rights in the field of employment law.
In limited circumstances, we may approach you for your written consent to allow us to process certain particularly
sensitive data. If we do so, we will provide you with full details of the information that we would like and the
reason we need it, so that you can carefully consider whether you wish to consent. You should be aware that it is
not a condition of your contract with us that you agree to any request for consent from us.

13   Information about criminal convictions:

      13.1    We envisage that we will hold information about criminal convictions.

      13.2    We will only collect information about criminal convictions if it is appropriate given the nature of the role
and where we are legally able to do so. Where appropriate, we will collect information about criminal convictions
as part of the recruitment process or we may be notified of such information directly by you in the course of you
working for us. 

14 Automated Decision making:

     

      14.1    You will not be subject to decisions that will have a significant impact on you based solely on automated
decision-making, unless we have a lawful basis for doing so and we have notified you.

      14.2    We do not envisage that any decisions will be taken about you using automated means, however we will
notify you in writing if this position changes.

             

We may only use information relating to criminal convictions where the law allows us to do so. This will
usually be where such processing is necessary to carry out our obligations and provided we do so in line
with our Data Protection Policy.

Automated decision-making takes place when an electronic system uses personal information to make a
decision without human intervention. We are allowed to use automated decision-making in the following
circumstances:

1.    Where we have notified you of the decision and given you 21 days to request a reconsideration.
2.  Where it is necessary to perform the contract with you and appropriate measures are in place to
safeguard your rights.
3.    In limited circumstances, with your explicit written consent and where appropriate measures are in place
to safeguard your rights.

If we make an automated decision on the basis of any particularly sensitive personal information, we must
have either your explicit written consent or it must be justified in the public interest, and we must also put in
place appropriate measures to safeguard your rights.



              
15   Data sharing:

     
 

16   Why might you share my personal information with third parties:

       16.1     We will share your personal information with third parties where required by law, where it is necessary
to administer the working relationship with you or where we have another legitimate interest in doing so.

17   Which third-party service providers process my personal information:

       17.1    "Third parties" includes third-party service providers (including contractors and designated agents) and
other entities within our group. The following activities are carried out by third-party service providers: payroll,
pension administration, benefits provision and administration, IT services.

18  How secure is my information with third-party service providers and other entities
in our group? 

       18.1    All our third-party service providers and other entities in the group are required to take appropriate
security measures to protect your personal information in line with our policies. We do not allow our third-party
service providers to use your personal data for their own purposes. We only permit them to process your personal
data for specified purposes and in accordance with our instructions.

19 When might you share my personal information with other entities in the group?

       19.1    We will share your personal information with other entities in our group as part of our regular reporting
activities on company performance, in the context of a business reorganisation or group restructuring exercise, for
system maintenance support and hosting of data.

20 What about other third parties?

      20.1    We may share your personal information with other third parties, for example in the context of the
possible sale or restructuring of the business. In this situation we will, so far as possible, share anonymised data
with the other parties before the transaction completes. Once the transaction is completed, we will share your
personal data with the other parties if and to the extent required under the terms of the transaction.
      20.2    We may also need to share your personal information with a regulator or to otherwise comply with the
law. This may include making returns to HMRC, disclosures to stock exchange regulators and disclosures to
shareholders such as directors' remuneration reporting requirements.

Transferring information outside the UK

       We do not expect to transfer the personal information we collect about you outside of the UK but if we do we
will update you and ensure that there are adequate protections in place and that the personal information is
treated by those third parties in way that is consistent with and which respects UK law on data protection. 

 

We may have to share your data with third parties, including third-party service providers and other entities
in the group.
We require third parties to respect the security of your data and to treat it in accordance with the law.
We may transfer your personal information outside the UK.
If we do, you can expect a similar degree of protection in respect of your personal information.



              
21   Data security:

     
 
      21.1   We have put in place appropriate security measures to prevent your personal information from being
accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In addition, we limit access to
your personal information to those employees, agents, contractors and other third parties who have a business
need to know. They will only process your personal information on our instructions and they are subject to a duty
of confidentiality.

      21.2    We have put in place procedures to deal with any suspected data security breach and will notify you and
any applicable regulator of a suspected breach where we are legally required to do so.

22  Data Retention:

       22.1    How long will you use my information for?

                  22.1.1    We will only retain your personal information for as long as necessary to fulfil the purposes we
collected it for, including for the purposes of satisfying any legal, accounting, or reporting requirements. To
determine the appropriate retention period for personal data, we consider the amount, nature, and sensitivity of
the personal data, the potential risk of harm from unauthorised use or disclosure of your personal data, the
purposes for which we process your personal data and whether we can achieve those purposes through other
means, and the applicable legal requirements.

                  22.1.2    In some circumstances we may anonymise your personal information so that it can no longer be
associated with you, in which case we may use such information without further notice to you. Once you are no
longer an employee, worker or contractor of the company we will retain and securely destroy your personal
information in accordance with applicable laws and regulations.

23  Rights of access, correction, erasure, and restriction

       23.1    Your duty to inform us of changes

                 23.1.1 It is important that the personal information we hold about you is accurate and current. Please
keep us informed if your personal information changes during your working relationship with us.

      23.2 Your rights in connection with personal information

                 23.2.1 Under certain circumstances, by law you have the right to:

                            23.2.1.1    Request access to your personal information (commonly known as a "data subject
access request"). This enables you to receive a copy of the personal information we hold about you and to check
that we are lawfully processing it.

                            23.2.1.2    Request correction of the personal information that we hold about you. This enables
you to have any incomplete or inaccurate information we hold about you corrected.

                            23.2.1.3    Request erasure of your personal information. This enables you to ask us to delete or
remove personal information where there is no good reason for us continuing to process it. You also have the right
to ask us to delete or remove your personal information where you have exercised your right to object to
processing (see below).
               

We have put in place measures to protect the security of your information. Details of these measures are
available upon request.
Third parties will only process your personal information on our instructions and where they have agreed to
treat the information confidentially and to keep it secure.



                       
                          23.2.1.4    Object to processing of your personal information where we are relying on a legitimate
interest (or those of a third party) and there is something about your particular situation which makes you want to
object to processing on this ground. You also have the right to object where we are processing your personal
information for direct marketing purposes.

                           23.2.1.5    Request the restriction of processing of your personal information. This enables you to
ask us to suspend the processing of personal information about you, for example if you want us to establish its
accuracy or the reason for processing it.

                           23.2.1.6    Request the transfer of your personal information to another party.

       23.3    If you want to review, verify, correct or request erasure of your personal information, object to the
processing of your personal data, or request that we transfer a copy of your personal information to another party,
please contact your line manager in writing.

24  No fee usually required:

       24.1    You will not have to pay a fee to access your personal information (or to exercise any of the other
rights). However, we may charge a reasonable fee if your request for access is clearly unfounded or excessive.
Alternatively, we may refuse to comply with the request in such circumstances.

25  What we may need from you:

       25.1    We may need to request specific information from you to help us confirm your identity and ensure your
right to access the information (or to exercise any of your other rights). This is another appropriate security
measure to ensure that personal information is not disclosed to any person who has no right to receive it.

26  Right to withdraw consent:

       26.1    In the limited circumstances where you may have provided your consent to the collection, processing
and transfer of your personal information for a specific purpose, you have the right to withdraw your consent for
that specific processing at any time. To withdraw your consent, please contact your line manager. Once we have
received notification that you have withdrawn your consent, we will no longer process your information for the
purpose or purposes you originally agreed to, unless we have another legitimate basis for doing so in law.

27  Data protection officer:

       27.1    We have appointed a data protection officer (DPO) to oversee compliance with this privacy notice. If
you have any questions about this privacy notice or how we handle your personal information, please contact the
DPO. You have the right to make a complaint at any time to the Information Commissioner's Office (ICO).

28 Changes to this privacy notice:

      28.1    We reserve the right to update this privacy notice at any time, and we will provide you with a new
privacy notice when we make any substantial updates. We may also notify you in other ways from time to time
about the processing of your personal information.

If you have any questions about this privacy notice, please contact Ben Norman.

I,___________________________ (employee/worker/contractor name), acknowledge that on _________________________
(date), I received a copy of Fibretec Telecommunications Limited's privacy notice for employees, workers and
contractors and that I have read and understood it.

Signature ……………………………………………………….
Printed Name ……………………………………………….



                                                29.  IT AND COMMUNICATIONS SYSTEMS POLICY
  
1    About this policy:

       1.1    Our IT and communications systems are intended to promote effective communication and working
practices. This policy outlines the standards you must observe when using these systems, when we will monitor
their use, and the action we will take if you breach these standards.

      1.2    The Managing Director has overall responsibility for this policy, including keeping it under review.

      1.3    Breach of this policy may be dealt with under our Disciplinary Procedure and, in serious cases, may be
treated as gross misconduct leading to summary dismissal.

      1.4   This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2   Equipment security and passwords:

      2.1    You are responsible for the security of the equipment allocated to or used by you, and you must not allow
it to be used by anyone other than in accordance with this policy. You should use passwords on all IT equipment,
particularly items that you take out of the office. You should keep your passwords confidential and change them
regularly.

      2.2    You must only log on to our systems using your own username and password. You must not use another
person's username and password or allow anyone else to log on using your username and password.

      2.3    If you are away from your desk you should log out or lock your computer. You must log out and shut down
your computer at the end of each working day.

3   Systems and data security:

      3.1    You should not delete, destroy or modify existing systems, programs, information or data (except as
authorised in the proper performance of your duties).

      3.2    You must not download or install software from external sources without authorisation from your line
manager. Downloading unauthorised software may interfere with our systems and may introduce viruses or other
malware.

      3.3    You must not attach any device or equipment including mobile phones, tablet computers or USB storage
devices to our systems without authorisation from your line manager.

      3.4    We monitor all e-mails passing through our system for viruses. You should exercise particular caution
when opening unsolicited e-mails from unknown sources. If an e-mail looks suspicious do not reply to it, open any
attachments or click any links in it.

      3.5    Inform your line manager immediately if you suspect your computer may have a virus.

4   E-mail:

       4.1    Adopt a professional tone and observe appropriate etiquette when communicating with third parties by e-
mail. You should also include our standard e-mail signature and disclaimer.

       4.2    Remember that e-mails can be used in legal proceedings and that even deleted e-mails may remain on
the system and be capable of being retrieved.



       4.3    You must not send abusive, obscene, discriminatory, racist, harassing, derogatory, defamatory,
pornographic or otherwise inappropriate e-mails.

       4.4     You should not:

                4.4.1    send or forward private e-mails at work which you would not want a third party to read;

                4.4.2    send or forward chain mail, junk mail, cartoons, jokes or gossip;

                4.4.3    contribute to system congestion by sending trivial messages or unnecessarily copying or
forwarding e-mails to others who do not have a real need to receive them; or

                4.4.4    send messages from another person's e-mail address (unless authorised) or under an assumed
name.

      4.5    Do not use your own personal e-mail account to send or receive e-mail for the purposes of our business.
Only use the e-mail account we have provided for you.

      4.6    We do not permit access to web-based personal e-mail such as Gmail or Hotmail on our computer
systems at any time due to additional security risks.

5   Using the internet:
 
      5.1    Internet access is provided solely for business purposes. 

      5.2    You should not access any web page or download any image or other file from the internet which could
be regarded as illegal, offensive, in bad taste or immoral. Even web content that is legal in the UK may be in
sufficient bad taste to fall within this prohibition. As a general rule, if any person (whether intended to view the
page or not) might be offended by the contents of a page, or if the fact that our software has accessed the page or
file might be a source of embarrassment if made public, then viewing it will be a breach of this policy.

      5.3    We may block or restrict access to some websites at our discretion.

6   Personal use of our systems:

      6.1 We permit the incidental use of our systems to send personal e-mail, browse the internet and make
personal telephone calls subject to certain conditions. Personal use is a privilege and not a right. It must not be
overused or abused. We may withdraw permission for it at any time or restrict access at our discretion.

      6.2    Personal use must meet the following conditions:

               6.2.1    it must be minimal and take place substantially outside of normal working hours (that is, during
your lunch break, and before or after work);

               6.2.2    personal e-mails should be labelled "personal" in the subject header;

               6.2.3    it must not affect your work or interfere with the business;

               6.2.4    it must not commit us to any marginal costs; and

               6.2.5    it must comply with our policies including the Equal Opportunities Policy, Anti-harassment and
Bullying Policy, Data Protection Policy and Disciplinary Procedure.
            



7   Monitoring:

      7.1    Our systems enable us to monitor telephone, e-mail, voicemail, internet and other communications. For
business reasons, and in order to carry out legal obligations in our role as an employer, your use of our systems
including the telephone and computer systems (including any personal use) may be continually monitored by
automated software or otherwise.

      7.2    We reserve the right to retrieve the contents of e-mail messages or check internet usage (including pages
visited and searches made) as reasonably necessary in the interests of the business, including for the following
purposes (this list is not exhaustive):

                7.2.1    to monitor whether the use of the e-mail system or the internet is legitimate and in accordance
with this policy;

                7.2.2    to find lost messages or to retrieve messages lost due to computer failure;

                7.2.3 to assist in the investigation of alleged wrongdoing; or

                7.2.4 to comply with any legal obligation.

8   Prohibited use of our systems:

       8.1    Misuse or excessive personal use of our telephone or e-mail system or inappropriate internet use will be
dealt with under our Disciplinary Procedure. Misuse of the internet can in some cases be a criminal offence.

       8.2    Creating, viewing, accessing, transmitting or downloading any of the following material will usually
amount to gross misconduct (this list is not exhaustive):

                 8.2.1    pornographic material (that is, writing, pictures, films and video clips of a sexually explicit or
arousing nature);

                 8.2.2       offensive, obscene, or criminal material or material which is liable to cause embarrassment to us
or to our clients;

                 8.2.3 a false and defamatory statement about any person or organisation;

                 8.2.4    material which is discriminatory, offensive, derogatory or may cause embarrassment to others
(including material which breaches our Equal Opportunities Policy or our Anti-harassment and Bullying Policy);

                 8.2.5    confidential information about us or any of our staff or clients (except as authorised in the proper
performance of your duties);

                 8.2.6    unauthorised software;

                 8.2.7    any other statement which is likely to create any criminal or civil liability (for you or us); or

                 8.2.8    music or video files or other material in breach of copyright.



                                                29.  IT AND COMMUNICATIONS SYSTEMS POLICY
  
1    About this policy:

       1.1    This policy is in place to minimise the risks to our business through use of social media.

      1.2    This policy deals with the use of all forms of social media, including Facebook, LinkedIn, Twitter, Google+,
Wikipedia, Instagram and all other social networking sites, internet postings and blogs. It applies to use of social
media for business purposes as well as personal use that may affect our business in any way.

      1.3    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2   Personal use of social media:

      Occasional personal use of social media during working hours is permitted so long as it does not involve
unprofessional or inappropriate content, does not interfere with your employment responsibilities or productivity
and complies with this policy.

3   Prohibited use:

      3.1    You must avoid making any social media communications that could damage our business interests or
reputation, even indirectly.

      3.2    You must not use social media to defame or disparage us, our staff or any third party; to harass, bully or
unlawfully discriminate against staff or third parties; to make false or misleading statements; or to impersonate
colleagues or third parties.

      3.3    You must not express opinions on our behalf via social media, unless expressly authorised to do so by
your manager. You may be required to undergo training in order to obtain such authorisation.

      3.4    You must not post comments about sensitive business-related topics, such as our performance, or do
anything to jeopardise our trade secrets, confidential information and intellectual property. You must not include
our logos or other trademarks in any social media posting or in your profile on any social media.

      The contact details of business contacts made during the course of your employment are our confidential
information. On termination of employment you must provide us with a copy of all such information, delete all such
information from your personal social networking accounts and destroy any further copies of such information that
you may have.

      3.5    Any misuse of social media should be reported to your line manager.

4   Guidelines for responsible use of social media:

      4.1    You should make it clear in social media postings, or in your personal profile, that you are speaking on
your own behalf. Write in the first person and use a personal e-mail address.

      4.2    Be respectful to others when making any statement on social media and be aware that you are personally
responsible for all communications which will be published on the internet for anyone to see.

      4.3    If you disclose your affiliation with us on your profile or in any social media postings, you must state that
your views do not represent those of your employer (unless you have been authorised to speak on our behalf as
set out in paragraph 3.3). You should also ensure that your profile and any content you post are consistent with the
professional image you present to clients and colleagues.



                                                                      30.  SOCIAL MEDIA POLICY
     
1    Aim and Objectives:
      
      1.1    Fibretec Telecommunications Limited is committed to the achievement of outstanding environmental
performance and sustainable development of our natural and built environment for the benefit of present and
future generations.

      1.2    We are striving to ensure every aspect of our business incorporates the principles of sustainability. This
means we will strive for sustainability in our roles as a planning and enforcement authority, major employer, land
and property owner, provider of services, a significant purchaser within the local economy, leading grant-maker
and facilitator of community initiatives.

      1.3    Fibretec Telecommunications Limited recognises that managing the environmental impact of operations is
essential. As a signatory to Climate is committed to reducing greenhouse gas emissions and adapting to climate
change. We recognise that local authorities have a responsibility to adhere to the guiding principles of the UK
Sustainable Development Strategy – live within environmental limits, ensure a strong and healthy society, achieve a
sustainable economy, promote good governance and use sound science responsibly. This means that we will
respect the planet’s resources, take a precautionary and polluter pays approach to preserve the environment for
future generation, incentivise resource efficiency, use sound scientific evidence to inform our policies where
available and work with stakeholders to achieve these aims. 

      1.4    Fibretec Telecommunications Limited makes the following commitments both in respect of its own
activities and, where appropriate, in its influence over the wider community:

                 1.4.1    To reduce our demand for natural resources and energy, to improve efficiency and to increase
reliance on greener and  renewable energy sources

                 1.4.2    To seek to minimise the waste produced from council activities, to recycle and to support the
implementation of the Zero Waste Strategy 

                 1.4.3    To continuously improve the sustainable management of our buildings, estates and transport
reducing the emission of air pollutants and greenhouse gases 

                 1.4.4    To be mindful of the impacts of climate change of the delivery of our services and increase the
resilience of our services to impacts such as flooding and heatwaves

                 1.4.5    To prevent environmental harm or pollution incidents at all sites by ensuring our working practices
comply with all relevant legislation 

                 1.4.6    To ensure that all staff are aware of our environmental standards and shared responsibilities and
encourage improvement in our supply chains and partnership networks 

                 1.4.7    Through wider policies to protect and enhance the biodiversity of Charnwood 

              1.4.8    Through wider policies support the conservation and enhancement of Charnwood’s built and
natural environment

              1.4.9    Through wider policies to ensure high quality of new development through good design in
Charnwood

              1.4.10    To maintain continuous improvement by reviewing corporate policies and strategies to ensure
integration of sustainable development principles and practices



       1.5    To meet the commitments, Fibretec Telecommunications Limited will:

                 1.5.1    Use this policy as a framework for setting objectives and targets for environmental improvement

                 1.5.2    Operate a procurement and contracting policy that conforms to these objectives

                 1.5.3    Operate effective management of environmental impacts 

                 1.5.4    Communicate the requirements of this policy to all employees, suppliers and partners

                 1.5.5    Make this policy publicly available and keep the public informed of its environmental performance
 



                                                                 31.  ENVIRONMENTAL POLICY
  
1    About this policy:

       1.1    This policy is in place to minimise the risks to our business through use of social media.

      1.2    This policy deals with the use of all forms of social media, including Facebook, LinkedIn, Twitter, Google+,
Wikipedia, Instagram and all other social networking sites, internet postings and blogs. It applies to use of social
media for business purposes as well as personal use that may affect our business in any way.

      1.3    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

2   Personal use of social media:

      Occasional personal use of social media during working hours is permitted so long as it does not involve
unprofessional or inappropriate content, does not interfere with your employment responsibilities or productivity
and complies with this policy.

3   Prohibited use:

      3.1    You must avoid making any social media communications that could damage our business interests or
reputation, even indirectly.

      3.2    You must not use social media to defame or disparage us, our staff or any third party; to harass, bully or
unlawfully discriminate against staff or third parties; to make false or misleading statements; or to impersonate
colleagues or third parties.

      3.3    You must not express opinions on our behalf via social media, unless expressly authorised to do so by
your manager. You may be required to undergo training in order to obtain such authorisation.

      3.4    You must not post comments about sensitive business-related topics, such as our performance, or do
anything to jeopardise our trade secrets, confidential information and intellectual property. You must not include
our logos or other trademarks in any social media posting or in your profile on any social media.

      The contact details of business contacts made during the course of your employment are our confidential
information. On termination of employment you must provide us with a copy of all such information, delete all such
information from your personal social networking accounts and destroy any further copies of such information that
you may have.

      3.5    Any misuse of social media should be reported to your line manager.

4   Guidelines for responsible use of social media:

      4.1    You should make it clear in social media postings, or in your personal profile, that you are speaking on
your own behalf. Write in the first person and use a personal e-mail address.

      4.2    Be respectful to others when making any statement on social media and be aware that you are personally
responsible for all communications which will be published on the internet for anyone to see.

      4.3    If you disclose your affiliation with us on your profile or in any social media postings, you must state that
your views do not represent those of your employer (unless you have been authorised to speak on our behalf as
set out in paragraph 3.3). You should also ensure that your profile and any content you post are consistent with the
professional image you present to clients and colleagues.



                                                                      32.  MODERN SLAVERY ACT
     
1    POLICY STATEMENT:
      
       1.1    Modern slavery is a crime and a violation of fundamental human rights. It takes various forms, such as
slavery, servitude, forced and compulsory labour and human trafficking, all of which have in common the
deprivation of a person's liberty by another in order to exploit them for personal or commercial gain. We have a
zero-tolerance approach to modern slavery and we are committed to acting ethically and with integrity in all our
business dealings and relationships and to implementing and enforcing effective systems and controls to ensure
modern slavery is not taking place anywhere in our own business or in any of our supply chains.

      1.2   We are also committed to ensuring there is transparency in our own business and in our approach to
tackling modern slavery throughout our supply chains, consistent with our disclosure obligations under the Modern
Slavery Act 2015. We expect the same high standards from all of our contractors, suppliers and other business
partners and, as part of our contracting processes, we include specific prohibitions against the use of forced,
compulsory or trafficked labour, or anyone held in slavery or servitude, whether adults or children, and we expect
that our suppliers will hold their own suppliers to the same high standards.

2   ABOUT THIS POLICY:

      2.1    The purpose of this policy is to:

               2.1.1    set out our responsibilities, and of those working for and on our behalf, in observing and upholding
our position on modern slavery and human trafficking; and

               2.1.2    provide information to those working for and on our behalf on how to identify and report concerns
regarding modern slavery and human trafficking.

      2.2    This policy applies to all persons working for us or on our behalf in any capacity, including employees at
all levels, directors, officers, agency workers, seconded workers, volunteers, interns, agents, contractors, external
consultants, third-party representatives and business partners.

      2.3    This policy does not form part of any employee's contract of employment and we may amend it at any
time.

3   RESPONSIBILITY FOR THE POLICY

      3.1    The Managing Director has overall responsibility for ensuring this policy complies with our legal and
ethical obligations, and that all those under our control comply with it.

      3.2    The Managing Director has primary and day-to-day responsibility for implementing this policy, monitoring
its use and effectiveness, dealing with any queries about it, and auditing internal control systems and procedures
to ensure they are effective in countering modern slavery.

      3.3    Management at all levels are responsible for ensuring those reporting to them understand and comply
with this policy and are given adequate and regular training on it and the issue of modern slavery in supply chains.

      3.4    You are invited to comment on this policy and suggest ways in which it might be improved. Comments,
suggestions and queries are encouraged and should be addressed to the Managing Director.



4   YOUR RESPONSIBILITIES AND HOW TO RAISE A CONCERN:

      4.1    You must ensure that you read, understand and comply with this policy.

      4.2    The prevention, detection and reporting of modern slavery in any part of our business or supply chains is
the responsibility of all those working for us or under our control. You are required to avoid any activity that might
lead to, or suggest, a breach of this policy.

       4.3    You must notify your manager as soon as possible if you believe or suspect that a breach of this policy
has occurred, or may occur in the future.

      4.4    You are encouraged to raise concerns about any issue or suspicion of modern slavery in any parts of our
business or supply chains of any supplier tier at the earliest possible stage.

      4.5    If you believe or suspect that a breach of this policy has occurred or that it may occur you must notify
your line manager or the Managing Director as soon as possible. You should note that where appropriate, and with
the welfare and safety of local workers as a priority, we may give support and guidance to our suppliers to help
them address coercive or exploitative work practices in their own business and supply chains.

      4.6    If you are unsure about whether a particular act, the treatment of workers more generally, or their working
conditions within any tier of our supply chains constitutes any of the various forms of modern slavery, raise it with
your manager or the Managing Director.

      4.7    We aim to encourage openness and will support anyone who raises genuine concerns in good faith under
this policy, even if they turn out to be mistaken. We are committed to ensuring no one suffers any detrimental
treatment as a result of reporting in good faith their suspicion that modern slavery of whatever form is or may be
taking place in any part of our own business or in any of our supply chains. Detrimental treatment includes
dismissal, disciplinary action, threats or other unfavorable treatment connected with raising a concern. If you
believe that you have suffered any such treatment, you should inform the compliance manager immediately. If the
matter is not remedied, and you are an employee, you should raise it formally using our Grievance Procedure
outlined in this handbook.

5   TRAINING AND COMMUNICATION

      5.1    Training on this policy, and on the risk our business faces from modern slavery in its supply chains, forms
part of the induction process for all individuals who work for us, and regular training will be provided as necessary.

      5.2    Our zero-tolerance approach to modern slavery in our business and supply chains must be communicated
to all suppliers, contractors and business partners at the outset of our business relationship with them and
reinforced as appropriate on an ongoing basis.

6   BREACHES OF THIS POLICY

      6.1    Any employee who breaches this policy will face disciplinary action, which could result in dismissal for
misconduct or gross misconduct.

      6.2    We may terminate our relationship with other individuals and organizations working on our behalf if they
breach this policy.


